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This translation is not an official U.S. Government or NIST translation.
The U.S. Government does not make any representations as to the
accuracy of the translation.

The official English language version of this publication is available free of
charge from the National Institute of Standards and Technology (NIST):
https://www.nist.gov/cyberframework
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NIST CSF 2.0: USING THE CSF TIERS
A QUICK-START GUIDE

Cybersecurity Framework (CSF) Tiers

CSF Tiers can be applied to CSF Organizational Profiles to characterize the rigor of an
organization’s cybersecurity risk governance and management outcomes. This can help
provide context on how an organization views cybersecurity risks and the processes in
place to manage those risks. The Tiers can also be valuable when reviewing processes
and practices to determine needed improvements and monitor progress made through
those improvements.

Appendix B of the CSF contains a notional illustration of the CSF Tiers. In that illustration,
each Tier has separate descriptions for Cybersecurity Risk Governance (corresponding to
the Govern Function) and Cybersecurity Risk Management (for the other five CSF
Functions: Identity, Protect, Detect, Respond, and Recover).

The Tiers capture an organization’s outcomes over a range: Partial (Tier 1), Risk Informed
(Tier 2), Repeatable (Tier 3), and Adaptive (Tier 4). They reflect a progression from
informal, ad hoc responses to approaches that are agile, risk-informed, and continuously
improving.

An organization wanting to
use the CSF Tiers can reuse Tier4

the notional descriptions ) .
Adaptive
from Appendix B of the Tier 3

CSF. Alternatively, they can . Repeatable
customize those Tier 2

descriptions, create new Tier 1 Risk

ones, or use a set of Informed

descriptions they already Partial

have in place.

Selecting Tiers

Selecting the CSF Tiers that your organization should be meeting in its cybersecurity risk
governance and management activities is generally performed by organization
leadership.

Here are tips for selecting Tiers:

» Selecting Tiers overall or at the Function or Category level will provide a better sense
of the organization’s current cybersecurity risk management practices than selecting
Tiers at the lower Subcategory level.

* You can use one of the two Tier components (governance or management
descriptions) if you want to focus on a subset of the CSF Functions. For example, if
your scope is governance only, you can omit the Cybersecurity Risk Management
descriptions.

* When selecting Tiers, consider the following aspects of the organization:

* current risk management practices
* threat environment
* legal and regulatory requirements
* information sharing practices
* business and mission objectives
* supply chain requirements
* organizational constraints, including resources
* Ensure that the Tiers being selected help to meet organizational goals, are feasible to

implement, and reduce cybersecurity risks to critical assets and resources to levels
that are acceptable to the organization.

* Progression to higher Tiers is encouraged when needed to address risks or mandates.



NIST CSF 2.0: CSF 5 7 Di;&H
DAYVIRI—bHA R

bAN—tF+2UFrIL—-—LT—D (CSF) F147

CSF >« 7ZCSFHEM#TOT 7 (JLISERA LT, B0 1/\—tF21UFr URTSH
INF2R (#HE) RUOBA/N\—tFa2 VT URIIRZ AT N (BIE) ORROEE
HEFHGTDIENTED. NF. BENTAN—tF2 VT URTZESER
TWLWBdH RUENSDUR O BRI DHICEDLSRTIOTRAZEHBL TLDIM
(EDVWTHDOAFTHR MBI DDICIRII D, FIZT 1 7Id. BEIFIEZHIRT L.
TNSDREZB L CERSNITEB ZER T DD TOCARV TS U7« %L
E1—93KRICHERID,

CSFOAIIEE B (C(d. CSF T« POELSHNEFN TS, CDRIC(E. &5+ FIC,
HAN\—tFa2 VT URDH)F2RX ( [HE] HEECHIGLTNSD) « RUYA/N
—CFaVFTAUROIRIAT N (TR o TB5E o TRED o Tl o T8
IB] D5DDCSFHEEE) DAERIDREAN DS

T4 7E BPHNTHD (577 1) . URVBHREERALTWVWD (07 2) . RIE
AIEECTHD (T4 7 3) . BELTWLWDS (5«77 4) DFHET. HBMOKRZIEZ TL)
. CNB(E IEARTHEHIE DRSNS, PZvILT. URDIEREEFAL
T, HENICHET D7 I O—F \DEEERRL TS,

CSF 5« PDERERLETS F47 4
X, CSFDfIEEBDIH BELTWS
SWRDREBEFATIE FAF 3 s
NTE3. 3L, TS _ RET&ETHS

DR EHRITA XU TAF 2 pepeatavie)

D, #FHrksaREMER U VAo ERE

F4FP 1 ZALTWS

i Tas s (Risk-Informed)
{Partial}

D. BiF0—EDiCikz A
932LETEDS.

T4 P&EIRT D

HBAN—tFa2 U URTHINF O AROBAI/IN—tF 2 UFT URIIHZZAT b

SEECHVWTHBNGIE I T ENEE UVCSFFT+ POEIR (S, @F. ko) —4—

[CRDTEITEND,

F+q VBRI IBEOES FEUTICRT,

s T TR, XISHELRILSHDWNEHTIYU—-LRILTEIRTDE. ot
THFTV—-LNILTEIRTBEDE., HEOREOSA/N—tFa1UFTr URYD
TR MDT S5 4 RER LT <23,

o CSFOMEEDH Ttw MCESEUTRVMESE. 2DDFT 1 7IAR—%F>2 N~ (B
INFURARINREZAS RDFHEE) ODWINHZFERITDICENTED. HIXE.
(a1 OHFNEREHDISE(E. HA/I\—tF1 T URIIRT A DLk
AL CENTES,

s T PEEIRTBDGEE. HEBOUTOAEEERET D,

s WIEDURIIRZA> hTOTR
. BRIDIRIE

o SEMRURE LB

s BEREEODTSUFT 1R

s ESRAKUV=TVI 3> nEN

s HISAFIT—2DEH

o UY—XZ=ESOHRM_E DB

« BRI DT 7N HHEOBERZENRT DD(CEILE. REIDTENTIRETHD.

SEREBENRNIY—XR(CHITDHA/N\—tF+1 VT URIZHE#NZEoIGER L
NILETERTET D EZHEEICT D,

« URIREEBICHLT DEHICHRIMIZE(F. KDENT 1 PADBITHHEREN

Do



NIST CSF 2.0: USING THE CSF TIERS
A QUICK-START GUIDE

APPLYING TIERS TO ORGANIZATIONAL PROFILES

Applying Tiers to Organizational Profiles

Once your organization’s Tier selections have been made, you can use them to help inform your Current and Target Profiles.

For example, if leadership has determined that your organization should be at Tier 2 (Risk Informed) for the Identify and Protect Functions,
then your Current Profile would reflect how well the Tier 2 Cybersecurity Risk Management characteristics are currently being achieved for
each CSF Category within those two Functions. Similarly, the Target Profile would reflect any improvements to Identity and Protect outcomes
needed to fully achieve the Tier 2 description. The table excerpt below shows the relevant part of the Tier 2 description.

Tiers should be used to guide and inform an organization’s cybersecurity risk governance and management methodologies rather than take

their place.

Tier 1: Partial

Tier 2: Risk
Informed

Tier 3: Repeatable

Tier 4: Adaptive

Cybersecurity
Risk Governance

Cybersecurity
Risk Management

There is an awareness of cybersecurity risks at the organizational level, but an organization-wide
approach to managing cybersecurity risks has not been established.

Consideration of cybersecurity in organizational objectives and programs may occur at some but
not all levels of the organization. Cyber risk assessment of organizational and external assets
occurs but is not typically repeatable or reoccurring.

Cybersecurity information is shared within the organization on an informal basis.

The organization is aware of the cybersecurity risks associated with its suppliers and the products
and services it acquires and uses, but it does not act consistently or formally in response to those
risks.

Additional Resources

Quick-Start Guide for
Creating and Using
Organizational Profiles
(includes taking CSF Tiers
into account in Current and
Target Profiles)

Organizational Profile
notional template

A Guide to Creating CSF 2.0
Community Profiles
(includes using CSF Tiers to
inform the development of
Community Profiles)
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