
 

 

 

 

 

Certificate 
is awarded to 

 
Certification Number: C0506 

 

Protection Profile Conformance: None 

Name of CCTL: Information Technology Security Center 

Evaluation Department 

Date of Certification: April 25, 2016 

Evaluation Criteria: 

- Common Criteria for IT Security Evaluation Version 3.1 Release 4 

Evaluation Methodology: 

- Common Methodology for IT Security Evaluation Version 3.1 Release 4 

Assurance Level: EAL3 

Information-technology Promotion Agency, Japan 

Japan IT Security Evaluation and Certification Scheme 

Product Name: HDD Data Encryption Kit E-Series 

Version: 2.10 

Type of IT Product: Cryptographic hardware for MFPs and printers 

Date :  June 08, 2016    

Canon Inc. 

Tatsuo Tomita 

Chairman 

The IT product identified in this certificate has been evaluated at an approved evaluation facility established under the Japan IT Security Evaluation and Certification Scheme using the Common Methodology for IT 

Security Evaluation, Version 3.1 Release 4, for conformance to the Common Criteria for IT Security Evaluation, Version 3.1 Release 4. This certificate applies only to the specific version and release of the product in its 

evaluated configuration and in conjunction with the complete certification/validation report. This evaluation has been conducted in accordance with the provisions of the Japan IT Security Evaluation and Certification 

Scheme and the conclusions of the evaluation facility in the evaluation technical report are consistent with the evidence adduced. This certificate is not an endorsement of the IT product by the Information-technology 

Promotion Agency or by any other organization that recognizes or gives effect to this certificate, and no warranty of the IT product by the Information-technology Promotion Agency or by any other organization that 

recognizes or gives effect to this certificate, is either expressed or implied. 

The misuse of this certificate, including its use regarding the IT Product or system or PP of a version differing from that appearing in this certificate or the use of certificate for publications, such as advertisements and 

catalogs, in an incorrect or misleading manner may result in withdrawal of this certificate. 

 

 

 

CCRA recognition for components  

up to EAL2 and ALC_FLR only 

  Original Signed 


