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1 ST introduction

1.1 ST reference

AHiClE Security Target (LA T, ST EW&5) OfBIIE ALk 35,

ST £ F5: Canon imagePRESS C800/C700/C700L/C600 2600.1 model Security Target
IN—Tm 1.03

FEATH: Fv /oAt

FATH: 2015/09/28

F—U—F; IEEE 2600, Canon, % /.-, imagePRESS, iPR, 7V Z /LA, A, 22—,

TVb, EE R FREE, TR A, vl ek, EX 2T TV Ry A
X277 4F b BEX VT —F b

1.2 TOE reference

AEHITIL TOE O BTG H ALk 35,

TOE £ #r: Canon imagePRESS C800/C700/C700L/C600 2600.1 model
N—g: 1.0

W, AN TOE XL, MR Y7 =7 N~y =T | LT A ' AN S ILD,
iPR & =2V7r—3~h+Alfor IEEE 2600.1 Ver 1.00
HDD 7 — 455t/ 27—V v 7% v h C
(Canon MFP Security Chip 2.01)
Canon imagePRESS C800/C700/C700L/C600
ACCESS MANAGEMENT SYSTEM #:#E*x v k » B 1 (FA BV AL T vay)
T A EF R C(TABAF T v ay)

7ok, FIRIZATOT2OIZIE, L FOA T T ar PhE LD,
PS<vAF*xv kBl TV AL T ay)

T LA TR
iPR Security Kit-A1 for IEEE 2600.1 Common Criteria Ver 1.00
HDD Data Encryption & MirroringKit-C

(Canon MFP Security Chip 2.01)
Canon imagePRESS C800/C700/C700L/C600
ACCESS MANAGEMENT SYSTEM KIT-B1(F At 24T T a))
DataErase Kit-C(T7 /L XA 7 ar)

728, HIRZATO 72D i, LT OA T La PibEilied
imagePRESS Printer Kit-B1(Z7 Az A4 7 T ay)

1.3 TOE overview

TOE . < Canon imagePRESS C800/C700/C700L/C600 2600.1 model >&\ )7 U VAT 5,
% E7 /LM< Canon imagePRESS C800/C700/C700L/C600>(ZLL N D 5 DD HL iz AL Ah— /L 5%
EL., F R T E21752& T TOE TéhH< Canon imagePRESS C800/C700/C700L/C600 2600.1 model >
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MTERT D,
- iPREFx=U7r—Fvh-Alfor IEEE 2600.1
- HDD 7 =45 bR =V 7 F b
ACCESS MANAGEMENT SYSTEM #E* » b » B 1 : AL A4 T van?
T—HHEFYC: TR AT v a v
- PS</AF*xvh-B1 (HN) /imagePRESS Printer Kit-B1 (4% : A48 A4 T v a v

iPR &% =U7r—%vh-Al for IEEE 2600.1 (Z1%, < Canon imagePRESS C800/C700/C700L/C600>
OFEY 7 T =7 X2 T 4 —F v 7B ANE ED,

HDD & —#I 54t/ —V 7R —RiE, HDD ITHMEND T — 22K (V7 Ny =T ate) g5
b 572D N=RT 2T ThbH, A TOE D HDD XV L= T ILF 427 LTI ZERN FIRETH B,
T A EXY NI, HEY 7Ry 2T D HDD 7 —X 52 EE EEEE AN T D78 ANE £
Do

< Canon imagePRESS C800/C700/C700L/C600 2600.1 model >i%, UL F D#E A4 H @ Protection
Profile(LL N, PP LHET) . BELUZED PP TEHFRIN TS 7 il SFR Packages @ 9 5
2600.1-FAX, SFR Package for Hardcopy Device Fax Functions, Operational Environment A
Z k< 6 SFR Packages TESREIN CWD X7 HREL . 52 2T DZENTED,

Protection Profile

- 2600.1, Protection Profile for Hardcopy Devices, Operational Environment A

SFR Packages

- 2600.1-PRT, SFR Package for Hardcopy Device Print Functions, Operationa Environment A

- 2600.1-SCN, SFR Package for Hardcopy Device Scan Functions, Operational Environment A

- 2600.1-CPY, SFR Package for Hardcopy Device Copy Functions, Operational Environment A

- 2600.1-DSR, SFR Package for Hardcopy Device Document Storage and Retrieval (DSR) Functions,
Operationa Environment A

- 2600.1-NVS, SFR Package for Hardcopy Device Nonvolatile Storage Functions, Operational
Environment A

- 2600.1-SMI, SFR Package for Hardcopy Device Shared-medium Interface Functions, Operational
Environment A

1.4 WEFE - HIFE

A ST TIXLL FORgHE - HiEE 35,

Table 1 —H&5E « GG

W 5E - FHEE B
TUHNEERE o —RERE . U MERE . 2412 (Universal Send) B & AR R Hi > S D
ZE, INHOREREH A7) . KEED HDD ZFi,
Gl ANy R AR AN—=RT =7 EFEL XU T ABERED A 75V 7 7 =7 Th D,

IS4 AL Ty g DEBOMEERIL, iIPREX2UTr—Fvh-Alfor IEEE 2600.1 & L TRt SN A1
TR =TIEEND,
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W 5E - FHEE i
BefE v T UANAEEEERER T D= 2T OOEDTHY, BrfEr—L &y F )L
MO S, T U NEE A BET A X HENDA L H—T 2—ATH
60
JE—hk Ul Web 773755 LAN R L CT P2V BEEKICT 78 AL TUZNVEERE
DEHWER I DORERCY a7 DEE, Ry 7 ATk 28 E, FREERERENTE
BAH—T 2—ATH5D,
HDD T UL NAE G INDN—R T A A DL, HlfHY 7 =T BN, (RiE
BPENRATFIND,
| 77 A T I AL EDLEGEEITOIRDODALT7T7L LT, BEERIB TR, A F—%
N T DAL A — RN T 7T ADIE,
A A= T 7 AV i rIA Ik, TV, ZAER L CTT A NVE NI S - i T —

&O

TURTVAA—TT
7AI

Ot — T VNEDOTaT ORI ERSIL, VaTd NE T THERBETRDA A
—T 77 A,

°—/)

T e AHIEEERE TR T 22— —DHERTHY | H2—HF =TV EHD
n—/LISBEA T BN,

HONUDERSNTVAT 74 ha— LIz, HAZ LB — )L ELTTF 74
SR L TR BT 7w AR R EZ S LT RO — V2R 52 &
WAEE T D, T 7 AN — UL For— L 3% 5

Administrator/Power User/General User/Limited User/Guest User
Administrator =—/L &35 B REZ T H 3 D ME R (& PRAEIR) 2~ -

Administrator =— L 23E[0 Y CHN A TR A T AL — —,
PP TE#HINTW% U.ADMINISTRATOR,

NEwA

S—F—7 TOE OHRAFIL T LEEBRIET HBR0 = —F — O (E o~
LRI DL EOT — 5 (BT L) B DETHO,

SCEOBEIIE, FEAT, UL b, A6 —, T/ R%AF R1E, BIRABHY,

S P —OBEICED Va7 DA, AT, 58 T ETO—EOMEITHNS,

TUANEEEN TRV ONG L= —FT =2 THY, A A= T 7 AV L@
TS LD,

AEV—51F

ZIEUI | 7R % TV RURW T AT LRy 7 AARTEL TR RED Z
&,

Ry 7 A

T UANEEEIIB TR AIABLR TV | 77 AZAE LT B L E R
17958, 22— —RoIRA T7IARY I A AT LRy 7 AD 3FEIEIMT
Eﬂ”éo

XA TOE Tlk, 777 ARy 7 AZ R L7,

=P =Ry 7

TUANEEET IR — Y =D AIAATZE T LEFL, PC b7 U MER
LTCB T CEREDRESNDIR Y VA THY | B LEOTVANLEFREDN
ARETH D,
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FERNEEE B

VAT BRI A | 777 AAE)—Z G LIl LEDMRFESNDR I ATHY, B LEOTY
VRRRIEERE N ATRETH D,

A A — X — TN ERETHAAATTE T LEE | 77 IAEBRE T A—NVEETD
%é\ﬂcﬂ‘giﬁqj—“‘/{“‘o

2— =GR — /N | 2= —ID R —NEO 2 — P —{HFRERFFL, Ry — T &L T —

- P—BAEATIY— 13—,

Firewall Internet 7>5PNES LAN ~D B ZBL 7260 DIEE L AT L,

B A LY — X — B2 EREIC S8 TEY ., Internet 247 L T. Network Time Protocol Z{# -7~
LI DORINE DRI EZDZENTEDL Y ——,

[ EXa27 7V X2 T TV (RS BB SN 7 V) R ET A RE A B 9 5
VeIV EDRE

[ —| o —HREA R E T DB E RV E DR Z L,

[ 2%y ] HCEETAIAN TR I ANMRET DIERERC T AIA AT B LEEE T A—
IWTRLARL PC OIEH T A — 85T DR RE A B T D8 E L |
DRZ L THHIAF Y L TCEE ) [ AF vy L TRIFE IR Z

[ZfE R A [ZE R A JEITZIE A ~DEE R RV LR,
ZERNALIT | T I A GEENT= T 7 AN o —RHINR T T DR ATHY,
AT IR T AL T 77 AR 7 AD 2 FEENHVET,

MRAFE 7 7 ANV DR | Ry 7 ANMRIES N B CEE BT DM RE L B T D8 E L LR~

H N

UE—RUl EDOTZAE | Ry AMRESNTZE 1 LELBRIET HAHEZEE T2V —N Ul LoR%

7 7 ANVDR |y

)
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1.5 TOE description

TOE 1%, =& —HFERE - 7V MEHE - 12615 (Universal Send) #§fE | 777 AZ(GHEAE - = — —R w7 24
HE. 72 E B RE OB A CH D, TOEDNE G5 2600.1, Protection Profile for Hardcopy Devices,
Operational Environment A TiILL FO IO HEBREZHEEL T\ 5, (7 2600.1, Protection
Profile for Hardcopy Devices, Operational Environment A” clause “1.1 Scope” /5D 5| )

This standard is for a Protection Profile for Hardcopy Devices in a restrictive commercial information
processing environment in which a relatively high level of document security, operational accountability,
and information assurance are required. The typical information processed in this environment is trade
secret, mission critical, or subject to legal and regulatory considerations, such as for privacy or governance.
This environment is not intended to support life-critical or national security applications. This environment
will be known as “Operational Environment A.”

Figure 1 1%, TOE TH 5T VX /LA F< Canon imagePRESS C800/C700/C700L/C600 2600.1 model
>SOA T ar i d REREE I T 056 OIREREBRE CHY LA LRWERENH D5 GITIT, 3%
BRI AL A RS,

Figure 1 < Canon imagePRESS C800/C700/C700L/C600>

Firewall

Internet
R Web

Figurel |23 3 KO MRE R & FHERBE Cld, 7 UV AREIINES LAN (2L TA— /L — 3 — =
— P —FEREY —/3— PC, Firewall |Z#fkiSCTHY, Firewall (ZXL-T Internet 225N LAN ~D X
BEBHNTND, TUXVEAEHIL, B TRAAATEE T LEE | 777 ARERE AV EREL
720 777 A% ZAG LT 0 T DT DI A— N — =TT 5, £, PCEZHWTE 7 LEEZ TV R,
RAFE N 777 AERI T 5L TE, Web 7 TV #2% PC LA A= DL TT VAN HEY

2 CCFHlilz 31T 57 ANBREE Tld, Web 7' 771X Microsoft Internet Explorer 8 ZFJH L 7=,

Copyright Canonlnc. 2015



Canon

F/TH: 2015/09/28

E—MRETHIELARETHD, 12721 PC BTV NEATHGANL, @727V 2 —RTA/3—% PC
(A A=V L TE 5053055, USB 77— 7 /LT PC Z B 5ZLT PC b EF L EL
TV RAET DZELFRETH D, 72720, USB #2ft T7 VX VAN PC R USB 7 /A RIZT —
&%%ﬁ#&:kﬂf%@“i?wf%ﬁuﬁﬁﬁéo

B, TOE 13574 LY — =D IEfE7e A Rp 2 UG L CRpZ R 21T 720 S oo 2 — W —38GE Y —
/\—&éiﬁﬁ‘é ETHRINE ORBAIFEREERE 2 AR L 720352 e 2 REL L T, ZO IO HE R E
BB W T, TUZNVEAEITLL T OMREE R 52803 TED,

- o —iRE

ML EE AT v THiAiAI, TV NTHIEITID, CEEEE T HHIETHD,
- U MERE

TUANAEERENDE A SLESL PCOLEFESNDE - LEARCEICT VN DEETH D,
- | Ty IR G

4/&~ﬁs¢%ﬁbfl77&xazc—%ii%x&ﬁz%%‘1@5177&x BEEni=771v
ZERHIT VRSN TICV AT LR v 7 ARIFEIND, BRIFENTZT7 74 ME, BB
&%Kfuykx%%\m%ﬁf%éo
- %{& (Universal Send) #5E

ML ELE AT L TERSNEZE A LER— PR TRV AT DRI A RIFESI TS E
FXEE TIFF 2 PDF 77 A NWVIERTCEFA—/LTRL AL PC DEF T4 VH— | 777 AR
EETHHEETHD,

e e e

ZOREBEI. :L—“H- R T ANA A= T 7 A NEARTE T DREREE 2 — — RV ADRIFR v 7 A
R I DHEREIC KB CTE D,

- PRy T ANA A= DT A AR DR RE

AX T NDFAIAATEA LESL, PCICCRy I AR EFE LR EL-E L E Ly — —
RO AN RATFT HIEBETH D,

- = P—IRy T ADRAFR Y 7 A% 3 Dk RE
TP =Ry I R RAFENTE A SCEITH L TUL FOBENRTED,
- B CEORE
- EFXEOTICL
- ETXEDOEE
- BT XEOHIR
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1.6 TOE O#ipH

TOE 23 &35 2600.1, Protection Profile for Hardcopy Devices, Operational Environment A ™
BURAARZ B 27201 T D X572 TOE AR+ 2,

TOE WA L En BRI FIHIXLL T @Y Th s,
1.6.1 TOE DO¥Ha&sE

TOE [3/—RU =T V77 = T InOE SN T VAN E AR TH D, WELIEIPHIZLL T Figure 2
R ThD,

Figure 2 TOE /
TOE:
Canon imagePRESS C800/C700/C700L/C600 HDD /
TOE TOE

flHY 7 FU =T IXiIPREF 2 U7 0 —F v b - Alfor IEEE2600.1 & L TRt SN 5,
A AN— K7 =7 & iPREF2UT r—Fvh-Al for IEEE 2600.1 % & bHTT VX NVEAHEARRK L
T2,

TOE T %< Canon imagePRESS C800/C700/C700L/C600 2600.1 model > (17 ¥ % LV AHEARIKIC
HDD 7 —# W5t/ 77—V v 7R — RaflihbabidlzboTh s,

TOE ZA# kT AAM N—R7 =7 Tdh5H< Canon imagePRESS C800/C700/C700L/C600>(Z1%LL FDTA
T T BB,

Table2 —H T4 T v 7/—%&

iPRC800 iPRC700 iPRC700L iPR C600

% iPRC700L %, HAREWN TOATESID,
3 iPRC600 |X, HAEMNTIXIGES N,

TOEIZEENDHA X L AILL T DEY Th D,

(Fnc 4 #r)
imagePRESS C800/C700/C700L/C600 2600.1 model e~==7/L CD
imagePRESS C800/C700/C60 e-~ ==7" /L
ACCESSMANAGEMENT SYSTEM fE B B AL T I =AM —X — T AR
iPR % =U7r—3v kAl for IEEE 2600.1 7 RI=AhL —& — 7‘3“41@
iPR %=V ¢—3vh+Alfor IEEE 2600.1 A3\ MIRHRTNZRBFHALZEN
HDD 7 —#i5 5{bF¥ v 22— =X AR

(B34 )
Copyright Canonlnc. 2015
10



Canon

#5177 H: 2015/09/28

imagePRESS C800/C700/C700L/C600 2600.1 model e-Manual CD (USE Version)
imagePRESS C800/C700/C60 e-Manual
ACCESS MANAGEMENT SYSTEM Individua Management Configuration Administrator
Guide

imagePRESS C800/C700/C700L/C600 2600.1 model e-Manual CD (APE Version)
imagePRESS C800/C700/C600 e-Manual
ACCESS MANAGEMENT SY STEM Individual Management Configuration Administrator
Guide

iPR Security Kit-A1 for IEEE 2600.1 Common Criteria Certification Administrator Guide

Before Using the iPR Security Kit-A1l for IEEE 2600.1 Common Criteria Certification

HDD Data Encryption Kit Reference Guide

1.6.2 TOE DipHAYEEH

TOE OmBRAYHIPHA LL T @ Figure 3 TR 5 (o—H —, 22— P —FHiE— /3N — A— /LY — 33—
PC, #A LY —/N—%[R<) , TOE O&F 2T AHEEIL B OE TRI D THD,

Figure 3 TOE

| v — | —
To’E : LAN ‘
| | | [ oo |
| | | | Pe
| | | o
A t 4
| | I | — |
| | | | i
¢ ¢ S —
BN Y e | I
’ A4 / A4 v ‘
TOE I% 1.5 Z Cal B L7 BRICINZ LU T O —ieipe %A 75,
- Ul ¥%hE
Copyright Canonlnc. 2015
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A= DR LA IO T TOE A4R{EL 720, TOE 28 E/ S NS KR LI T 5,
it aE
TOE SR CEZ 132,
FEAr AT RE
TOE DR XLEZ AT T D,

TOE 1%, UL F DX 2T 1kter 95,

i“‘%“‘muuﬂi*)&
BES D NIZE S THFIC TOE BRI HS VRN IDIC, IEY a2 —W —%305E T 5,

2— P3G . TOE N CRRFET DNHRER AEEAERD 2 — W —FRGFE Y — N — % W CRRRET 54+
DBnu uE%’H‘j— I*@“E) %'Ll-snu LGEICE j—z)nu quiJC I Kerberos#& DE%L/< IZLDAPE nE4i(f)§Hl/\}:)

Ta7 FATT 7 AT HEE

RRES e — P —=DHERIN DT X NG EHEDOHEREZE FAT CERNIDIZ, 22— —Dr—L(Z
JEUTHTRBERED AT 27 W] 972,

BT a7 T 7 A EE

BALEY a7 Izt LT AV RV ar v BV EOBEE a7 A LT —F — ZHIFR T
éo

AP VA e i
EZAELT-Va7 D LAN ~OEEEA T 5,
HDD 7 —# 52 & 1H EhkRE

TaT EATRHNER SN A A= T =2 BEF SN DL 2T, HDD DRIFAA—T T
— A fEE EEEFLTRERNETD

HDD 57 {bEkHE

HDD H{RDFFH KD, $1L<IX, HDD & HDD %“—&H%%ﬂ:/i?—vVﬁ“ﬁ~b“%ﬂ#ﬂif%%£@

HDD 7 —%~D7 7B AT HE I PLT 572012, HDD 7 —Xb55{bIR 77—V 7R —RiL, &

[EIL B (2T X AE AR AR IR Z TR AL Eu\T /&/V%ﬁé\if%&%ﬁﬁxfiof:ffz—é\mf HDD 77t

A& T 5, SHIZ, HDD 7 —# OEE 2R3 57-912, HDD (2SS T X ToT —#
=45

LAN 7 — 2 {RiER e
LAN 7 =D IP /7y bSO A=y 77U T3 REL T, IP 7Yy e IPSec I CTHE 51635
H O ANMERE
FEOEX 2T AEREDNIEF ThHhHZ L% AX— T v T RHHRGET 5
Bt o e

A=W —DEAFLEATELITn T ZE KL, HDD WIZIRAFT DHHE THY , BIfRfFS iz
G o s N L G YN ol fay

7\ ZEREREND H B HIL. TOE 2>DitfitEns, TOE @ H R Hi%, EHEREDOF T, HLX

3 CCRHMEIZRBITAT ANRBETIL, Kerberos i87E& L T Active Directory Domain Services Z | f L 7=,
4 CCRHCc I AT ANBRBE Tl LDAP §87iEE L C eDirectory 8.8 SP7 #FI| L7z,

Copyright Canonlnc. 2015
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FA LY —R=LIERER B K2 S L CRZIRI 2 2L TlRESND,
- EPREERE

2P — LB B G BRI D720 O — P — R RE S A 2 U TR BE S U L BN
THEDODT NAREHRERETHY , EHIEHE O RITHRIEDRESILTND

1.7 TOE ®=x—¥#—

TOE ®=—#— (U.USER) (%, BLFO 2O —Y =I5 TE 5,

Table 3 —Users

Designation Definition
U.USER Any authorized User.
U.NORMAL A User who is authorized to perform User Document Data processing

functions of the TOE.

U.ADMINISTRATOR | A User who has been specifically granted the authority to manage some
portion or al of the TOE and whose actions may affect the TOE security
policy (TSP). Administrators may possess special privileges that provide
capabilities to override portions of the TSP.

1.8 Assets
EPEIX. User Data, TSF Data, Functions @ 33 TH 5.,
1.8.1 User Data

User Datalf, == — % —IZ ko> TERR S D TOE Dt 2 U T ¢ BEREICITE B A2 5 2 T
— A2 THY ., LLTO2FHEICHIETE D,

Table 4 — User Data

Designation | Definition

D.DOC User Document Data consist of the information contained in a user's document. This
includes the original document itself in either hardcopy or electronic form, image data, or
residually-stored data created by the hardcopy device while processing an original
document and printed hardcopy output.

D.FUNC User Function Data are the information about a user’s document or job to be processed by
the TOE.

1.8.2 TSF Data

TSF Datalx, TOEDEFx = U7 4 HRBICHELY 5257 —XTHY ., LITO 2FEEIZHHE
TE 5,

Table 5 — TSF Data

Designation | Definition

D.PROT TSF Protected Data are assets for which alteration by a User who is neither an
Administrator nor the owner of the data would have an effect on the operational security of
the TOE, but for which disclosure is acceptable.
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Designation | Definition

D.CONF TSF Confidential Data are assets for which either disclosure or alteration by a User who is
neither an Administrator nor the owner of the data would have an effect on the operational
security of the TOE.

Copyright Canonlnc. 2015
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A TOE T#o TSF Data%zLL T Table 6 (2777,
Table 6 — TSF Data ® Bf&{k
BAS |TSFF—%& N LRIFSE
D.PROT | . —#—%4, 2— W — R B RS RE TR 2 = — W — D5k 5 | HDD
15
o —/L T 7 AHIERERE TR D — Y — DOHEIRIE ] HDD
oy 77 MNR)Y | vyl Ty MERBRBOREEHRTHY, avy 7 v | HDD
—EXE OFRBE E T v 7T 7 MR OFREHE R
NRAT—=RRY v— | 2 — P —BiHERE CRIA T 232U — Fo#& e | HDD
R WMTHY ., /IR T— RE, RS, HA

BRI 5 HlR O BOE T

A= VTEE | BESFAOE YA s A BT Y N OBREE | %
{5 # AEY

H /R E FAF & Rl iR RTC

HDD e 4l £kiE | HDD 7 — 4 5e 2l BHRERCE T T 0 IRAED A | X #i %
DA BT % B AEY

IPSec % 7E LAN 7 — 5 (RABIREEICBIT B BUERH T Y | BEE | 1 %
DA B % B s AEY

D.CONF | /{27 —F = — Y — R BIFRFEAE RIS % = — ¥ — D | HDD

(ki

A= Bidin JHERECARENS B S HDD

Ry ANGEE S | BAYaT T EARIEIHRE RN T 5, = —+ —& | HDD

T A VAT AR YT ASNDT 7 AHETH A
O v 7 AGEORREE =

1.8.3 Functions

Table 7 |2~ H&RE

Copyright Canonlnc. 2015

15




Canon

#5177 H: 2015/09/28

2 Conformance claims

2.1 CC Conformance claim

Z® ST %, LLF® Common Criteria (LA F. CC LEE) 2@/ T2,

- Common Criteria version: Version 3.1 Release 4
- Common Criteria conformance: Part 2 extended and Part 3 conformant
- Assurancelevel: EAL3 augmented by ALC FLR.2

2.2 PP claim, Package claim

ZO ST, L TFO PPIZi#E AT 5,
- Title :2600.1, Protection Profile for Hardcopy Devices, Operational Environment A
- Version : 1.0, dated June 2009

Z® ST %, LLF® SFR Packages # 4. BIITH5,
- 2600.1-PRT # &

o> IO

- 2600.1-SCN i
- 2600.1-CPY i

op

- 2600.1-DSR i

fﬁn@r@@r

h
hn

- 2600.1-NVS;

i

- 2600.1-SMlI 3

(o

2.3 SFR Packages
2.3.1 SFR Packages reference

Title: 2600.1-PRT, SFR Package for Hardcopy Device Print Functions, Operational Environment A

Package version: 1.0, dated June 2009

Common Criteria version: Version 3.1 Revision 2

Common Criteria conformance: Part 2 and Part 3 conformant

Package conformance: EAL3 augmented by ALC FLR.2

Usage: This SFR package shall be used for HCD products (such as printers, paper-based fax machines, and
MFPs) that perform a printing function in which electronic document input is converted to physical document
output.

Title: 2600.1-SCN, SFR Package for Hardcopy Device Scan Functions, Operational Environment A

Package version: 1.0, dated June 2009

Common Criteria version: Version 3.1 Revision 2

Common Criteria conformance: Part 2 and Part 3 conformant

Package conformance: EAL3 augmented by ALC FLR.2

Usage: This SFR package shall be used for HCD products (such as scanners, paper-based fax machines, and
MFPs) that perform a scanning function in which physical document input is converted to electronic document
output.

Copyright Canonlnc. 2015
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Title: 2600.1-CPY, SFR Package for Hardcopy Device Copy Functions, Operational Environment A

Package version: 1.0, dated June 2009

Common Criteria version: Version 3.1 Revision 2

Common Criteria conformance: Part 2 and Part 3 conformant

Package conformance: EAL3 augmented by ALC FLR.2

Usage: This Protection Profile shall be used for HCD products (such as copiers and MFPs) that perform a copy
function in which physical document input is duplicated to physical document output.

Title: 2600.1-DSR, SFR Package for Hardcopy Device Document Storage and Retrieval (DSR) Functions,
Operational Environment A

Package version: 1.0, dated June 2009

Common Criteria version: Version 3.1 Revision 2

Common Criteria conformance: Part 2 and Part 3 conformant

Package conformance: EAL 3 augmented by ALC FLR.2

Usage: This SFR package shall be used for HCD products (such as MFPs) that perform a document storage and
retrieval feature in which adocument is stored during one job and retrieved during one or more subseguent jobs.

Title: 2600.1-NV'S, SFR Package for Hardcopy Device Nonvolatile Storage Functions, Operational Environment
A

Package version: 1.0, dated June 2009

Common Criteria version: Version 3.1 Revision 2

Common Criteria conformance; Part 2 extended and Part 3 conformant

Package conformance: EAL3 augmented by ALC_FLR.2

Usage: This SFR package shall be used for products that provide storage of User Dataor TSF Datain a
nonvolatile storage device (NVS) that is part of the evaluated TOE but is designed to be removed from the TOE
by authorized personnel. This package applies for TOEs that provide the ability to protect data stored on
Removable Nonvolatile Storage devices from unauthorized disclosure and modification. If such protection is
supplied only by the TOE environment, then this package cannot be claimed.

Title: 2600.1-SMI, SFR Package for Hardcopy Device Shared-medium Interface Functions, Operational
Environment A

Package version: 1.0, dated June 2009

Common Criteria version: Version 3.1 Revision 2

Common Criteria conformance; Part 2 extended and Part 3 conformant

Package conformance: EAL3 augmented by ALC_FLR.2

Usage: This SFR package shall be used for HCD products that transmit or receive User Data or TSF Data over a
communications medium which, in conventional practice, is or can be simultaneously accessed by multiple users,
such as wired network media and most radio frequency wireless media. This package applies for TOEs that
provide atrusted channel function allowing for secure and authenticated communication with other IT systems.
If such protection is supplied by only the TOE environment, then this package cannot be claimed.

2.3.2 SFR Package functions

Functions perform processing, storage, and transmission of data that may be present in HCD products.
The functions that are allowed, but not required in any particular conforming Security Target or Protection
Profile, arelisted in Table 7:
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Table 7 —SFR Package functions

Designation | Definition

F.PRT Printing: a function in which electronic document input is converted to physical document
output

F.SCN Scanning: a function in which physica document input is converted to electronic
document output

F.CPY Copying: afunction in which physical document input is duplicated to physical document
output

F.DSR Document storage and retrieval: a function in which a document is stored during one job
and retrieved during one or more subsequent jobs

F.NVS Nonvolatile storage: afunction that stores User Data or TSF Data on a nonvolatile storage

device that is part of the evaluated TOE but is designed to be removed from the TOE by
authorized personnel

F.SMI Shared-medium interface: a function that transmits or receives User Data or TSF Data over
a communications medium which, in conventional practice, is or can be simultaneously
accessed by multiple users, such as wired network media and most radio-frequency
wireless media

2.3.3 SFR Package attributes

When a function is performing processing, storage, or transmission of data, the identity of the function is
associated with that particular data as a security attribute. This attribute in the TOE model makes it possible
to distinguish differences in Security Functional Regquirements that depend on the function being performed.
The attributes that are allowed, but not required in any particular conforming Security Target or Protection
Profile, arelisted in Table 8:

Table 8 —SFR Package attributes

Designation | Definition

+PRT Indicates data that are associated with a print job.

+SCN Indicates data that are associated with a scan job.

+CPY Indicates data that are associated with a copy job.

+DSR Indicates data that are associated with a document storage and retrieval job.

+NVS Indicates data that are stored on a nonvolatile storage device.

+SMI Indicates data that are transmitted or received over a shared-medium
interface.

2.4 PP Conformance rationale

TOE I, 7 VXNVEEHD FEMRE Ch o’ — TV b AFX v ORRBICTIN A, SCEIRAERERE.
HDD I S{LHERE. LAN 7 — X DI SALBEREZ 24l 75287075, 2.2 D PP claim, Package claim
\ZHB1F5 PPIZER I TV H T T D SFR Packages |21 &9 52 &L ) ThH o,

PLFIZ, 6 il 9-_T? SFR Packages 6l L7- PP & 2 ST # Lt LT <,

%9, Security Problem Definition (ZBI L C, PP & ST #tb#d 5L, LD OSP 20 & DBMMLT
WAHLIAMIFRIL TH S,

P.HDD.ACCESS. AUTHORIZATION
ZHUT ERBREAHIL T ADOTIEARL, TOE AL TW\% OSP Thd,

HE>T, LLFDRAL T 5,
- STO®X 2T 4R EEBELT T T X TOTOEIL., PPOtF )T ERB - L TW\5
- PPOYEF 2T AEE R AT T- T T X COEHAERREIL, STOBX 27 FREERDHZL TS
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Iz, Objective IZBIL T, PP & ST %l d-5&, LLF D Objective z U & DiBIIL TWDIEN X

CTHD,

O.HDD.ACCESS. AUTHORISED
ZHUZ, TOE Z#il#IL T\ % Objective Thd,
PE->T, ARDRRALT D,

- STOTOED X =V T A /R 78+ %0i7- 99 X COTOEIL, PPOTOED&X V7 k5K 7 #tbiili7-L

EQAY%)

- PPOEMBREED 13 27 A6 R $H At 7= 99~ COMEMBRELIE, STOEMBREED X 27 1%t
RTGHBIZLTHD

S HIT, BEREEEICEAL T, PP & ST Zthikd 5L, Table 9 DJHIZ 6 > SFR Packages & 64"
N TOBEREEAITRIISL T, SHIZ ST CIIMREEEBME LTS,

Table 9 —PP. ST TOHSRRE XN

PP_Package PP ST
Common FAU_GEN.1 FAU_GEN.1

Common FAU_GEN.2 FAU_GEN.2

Common FAU_SAR.1 FAU_SAR.1

Common FAU_SAR.2 FAU_SAR.2

Common FAU_STG.1 FAU_STG.1

Common FAU_STG.4 FAU_STG.4

Common FDP_ACC.1(a) FDP_ACC.1(delete-job)
Common FDP_ACC.1(b) FDP_ACC.1(exec-job)
Common FDP_ACF.1(a) FDP_ACF.1(delete-job)
Common FDP_ACF.1(b) FDP_ACF.1(exec-job)
Common FDP_RIP1 FDP_RIP1

Common FIA_ATD.1 FIA_ATD.1

Common FIA_UAU.1 FIA_UAU.1

Common FIA_UID.1 FIA_UID.1

Common FIA_USB.1 FIA_USB.1

Common FMT_MSA.1(a) FMT_MSA.1(delete-job)
Common FMT_MSA.3(a) FMT_MSA.3(delete-job)
Common FMT_MSA.1(b) FMT_MSA.1(exec-job)
Common FMT_MSA.3(b) FMT_MSA.3(exec-job)
Common FMT_MTD.1(FMT_MTD.1.1(g) | FMT_MTD.1(device-mgt)
Common FMT_MTD.1(FMT_MTD.1.1(b)) | FMT_MTD.1(user-mgt)
Common FMT_SMF.1 FMT_SMF.1

Common FMT_SMR.1 FMT_SMR.1

Common FPT_STM.1 FPT_STM.1

Common FPT_TST.1 FPT_TST.1

Common FTA_SSL.3 FTA_SSL.3(lui), FTA_SSL.3(rui)
PRT FDP_ACC.1 FDP_ACC.1(in-job)
PRT FDP_ACF1 FDP_ACF.1(in-job)
SCN FDP_ACC.1 FDP_ACC.1(in-job)
SCN FDP_ACF1 FDP_ACF.1(in-job)
CPY FDP_ACC.1 FDP_ACC.1(in-job)
CPY FDP_ACF1 FDP_ACF.1(in-job)
DSR FDP_ACC.1 FDP_ACC.1(in-job)
DSR FDP_ACF1 FDP_ACF.1(in-job)
NVS FPT_CIP_EXP1 FPT_CIP_EXP1

SMI FAU_GEN.1 FAU_GEN.1
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PP_Package PP ST
SMI FPT_FDI_EXP1 FPT_FDI_EXP1
SMI FTP_ITC.1 FTP_ITC.1
Common - FIA_AFL.1
Common FIA_SOS.1
Common FIA_UAU.7
NVS FCS_COPR1(h)
NVS SMI FCS CKM.1
SMI FCS_COP1(n)
SMI FCS CKM.2
NVS FPT_PHP1

- STOSFRZ# -4 X THOTOEIL, PPOSFRL{#E/-L T\\V5

F7z. ST DIRFEET PP OIRFEEFLFL THD,

PLEIZED, 20 ST 1% PP IZki LT, TOE (Z[RIZE DL EDOHIFRAZFRL . TOE OEHERELICFRIZELL T O

HIBRZFRL TN D,
HE-T, 2D ST I PP ZmiFdE AL T D,
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3 Security Problem Definition

3.1

3.2

Notational conventions

Defined termsin full form are set in title case (for example, “Document Storage and Retrieval”).
Defined termsin abbreviated form are set in al caps (for example, “DSR”").

In tables that describe Security Objectives rationale, a checkmark (“v™) place at the intersection
of a row and column indicates that the threat identified in that row is wholly or partially
mitigated by the objective in that column.

In tables that describe completeness of security requirements, abold typeface letter “P’ placed at
the intersection of a row and column indicates that the requirement identified in that row
performs a principal fulfillment of the objective indicated in that column. A letter “S” in such an
intersection indicates that it performs a supporting fulfillment.

In tables that describe the sufficiency of security requirements, a bold typeface requirement
name and purpose indicates that the requirement performs a principal fulfillment of the objective
in the same row. Requirement names and purposes set in normal typeface indicate that those
requirements perform supporting fulfillments.In  specifications of Security Functional
Requirements (SFRs):

Bold typeface indicates the portion of an SFR that has been completed or refined in this
Protection Profile, relative to the origind SFR definition in Common Criteria Part 2 or an
Extended Component Definition.

Italic typeface indicates the portion of an SFR that must be completed by the ST Author in a
conforming Security Target.

Bold italic typeface indicates the portion of an SFR that has been partially completed or refined
in this Protection Profile, relative to the original SFR definition in Common Criteria Part 2 or an
Extended Component Definition, but which also must be completed by the ST Author in a
conforming Security Target.

The following prefixes are used to indicate different entity types:

Table 10— Notational prefix conventions

Prefix Type of entity

User

Data

Function

Threat

Policy

Assumption

Objective
Environmental objective
Security attribute

+|Q|o|»|m|-|m|o|c

Threats agents
This security problem definition addresses threats posed by four categories of threat agents:

a) Persons who are not permitted to use the TOE who may attempt to use the TOE

b) Persons who are authorized to use the TOE who may attempt to use TOE functions for which they
are not authorized.

¢) Persons who are authorized to use the TOE who may attempt to access data in ways for which they
not authorized.
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d) Persons who unintentionally cause a software malfunction that may expose the TOE to unanticipated
threats.

The threats and policies defined in this Protection Profile address the threats posed by these threat agents.
3.3 Threats to TOE Assets

This section describes threats to assets described in clause 1.8.

Table 11—Threats to User Data for the TOE

Threat Affected asset | Description

T.DOC.DIS D.DOC User Document Data may be disclosed to unauthorized persons
T.DOC.ALT D.DOC User Document Data may be altered by unauthorized persons
T.FUNC.ALT | D.FUNC User Function Data may be altered by unauthorized persons

Table 12—Threats to TSF Data for the TOE

Threat Affected asset | Description

T.PROT.ALT D.PROT TSF Protected Data may be altered by unauthorized persons
T.CONF.DIS D.CONF TSF Confidential Data may be disclosed to unauthorized persons
T.CONFALT D.CONF TSF Confidential Data may be altered by unauthorized persons

3.4 Organizational Security Policies

This section describes the Organizational Security Policies (OSPs) that apply to the TOE. OSPs are used
to provide a basis for Security Objectives that are commonly desired by TOE Owners in this operational
environment but for which it is not practical to universally define the assets being protected or the threats to
those assets.

Table 13—Organizational Security Policies

Name Definition

P.USER.AUTHORIZATION To preserve operational accountability and security, Users will be
authorized to use the TOE only as permitted by the TOE Owner

P.SOFTWARE.VERIFICATION To detect corruption of the executable code in the TSF, procedures
will exist to self-verify executable codein the TSF

P.AUDIT.LOGGING To preserve operational accountability and security, records that
provide an audit trail of TOE use and security-relevant events will
be created, maintained, and protected from unauthorized
disclosure or alteration, and will be reviewed by authorized
personnel

P.INTERFACE.MANAGEMENT To prevent unauthorized use of the external interfaces of the TOE,
operation of those interfaces will be controlled by the TOE and its
IT environment

P.HDD.ACCESS. AUTHORIZATION To prevent access TOE assets in the HDD with connecting the
other HCDs, TOE will have authorized access the HDD data.

3.5 Assumptions

The Security Objectives and Security Functional Regquirements defined in subsequent sections of this Protection
Profile are based on the condition that all of the assumptions described in this section are satisfied.

Table 14—Assumptions

Assumption Definition

A.ACCESS.MANAGED | The TOE islocated in arestricted or monitored environment that provides
protection from unmanaged access to the physical components and data
interfaces of the TOE.

Copyright Canonlnc. 2015
22




Canon B
F77 H: 2015/09/28

Assumption Definition

A.USER.TRAINING TOE Users are aware of the security policies and procedures of their
organization, and are trained and competent to follow those policies and
procedures.

A.ADMIN.TRAINING | Administrators are aware of the security policies and procedures of their
organization, are trained and competent to follow the manufacturer’ s guidance
and documentation, and correctly configure and operate the TOE in accordance
with those policies and procedures.

A.ADMIN.TRUST Administrators do not use their privileged access rights for malicious purposes.
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4 Security Objectives

4.1 Security Objectives for the TOE

ZOETIE, TOE D~ & ¥vx =T ¢ P GF#HCB L TRtk 4%,
Table 15— Security Objectives for the TOE

Objective Definition

O.DOC.NO_DIS The TOE shall protect User Document Data from unauthorized
disclosure.

O.DOC.NO_ALT The TOE shall protect User Document Data from unauthorized
ateration.

O.FUNC.NO_ALT The TOE shall protect User Function Data from unauthorized
ateration.

O.PROT.NO_ALT The TOE shall protect TSF Protected Data from unauthorized
ateration.

O.CONF.NO_DIS The TOE shall protect TSF Confidential Data from unauthorized
disclosure.

O.CONF.NO_ALT The TOE shall protect TSF Confidential Data from unauthorized
ateration.

O.USER.AUTHORIZED The TOE shall require identification and authentication of Users,

and shall ensure that Users are authorized in accordance with
security policies before allowing them to use the TOE.
O.INTERFACE.MANAGED The TOE shall manage the operation of external interfacesin
accordance with security policies.

O.SOFTWARE.VERIFIED The TOE shall provide procedures to self-verify executable code
in the TSF.

O.AUDIT.LOGGED The TOE shall create and maintain alog of TOE use and
security-relevant events, and prevent its unauthorized disclosure
or alteration.

O.HDD.ACCESS.AUTHORISED The TOE shall protect TOE assetsin the HDD from accessing
without the TOE authorization.

4.2  Security Objectives for the IT environment

TOETIE., ITEEOEX 2V F 4 5HEHFSHCE L TR+ 2,

Table 16— Security Objectives for the IT environment

Objective Definition

OE.AUDIT_STORAGE.PROTECTED | If audit records are exported from the TOE to another trusted IT
product, the TOE Owner shall ensure that those records are
protected from unauthorized access, deletion and modifications.
OE.AUDIT_ACCESS.AUTHORIZED | If audit records generated by the TOE are exported from the
TOE to ancther trusted IT product, the TOE Owner shall ensure
that those records can be accessed in order to detect potential
security violations, and only by authorized persons
OE.INTERFACE.MANAGED TheIT environment shall provide protection from unmanaged
access to TOE externa interfaces.

4.3  Security Objectives for the non-IT environment

ZOBETIL, EITEREOEX 2 U T o 5EF#HZE L TRk T %,
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Table 17— Security Objectives for the non-IT environment

Objective

Definition

OE.PHY SICAL.MANAGED

The TOE shall be placed in a secure or monitored area that
provides protection from unmanaged physical access to the TOE.

OE.USER.AUTHORIZED

The TOE Owner shall grant permission to Users to be authorized
to use the TOE according to the security policies and procedures
of their organization.

OE.USER.TRAINED

The TOE Owner shall ensure that Users are aware of the security
policies and procedures of their organization, and have the
training and competence to follow those policies and procedures.

OE.ADMIN.TRAINED

The TOE Owner shall ensure that TOE Administrators are aware
of the security policies and procedures of their organization, have
the training, competence, and time to follow the manufacturer’s
guidance and documentation, and correctly configure and operate
the TOE in accordance with those policies and procedures.

OE.ADMIN.TRUSTED

The TOE Owner shall establish trust that TOE Administrators
will not use their privileged access rights for malicious purposes.

OE.AUDIT.REVIEWED

The TOE Owner shall ensure that audit logs are reviewed at
appropriate intervals for security violations or unusual patterns of

activity.

4.4

Security Objectives rationale

ZOETIE, BX2 YT 4 &K S5#E (Security Objectives) ORHLICEI L CTiEik+ %,

Table 18—Completeness of Security Objectives

Obijectives
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. . QoL 2w |< L |\w|w|w|=|u|w|ww|w
Threats. Policies, and Assumptions |0 |o| o |o|lolololololololo|lo|lolol|lololololo
T.DOC.DIS v v |V
T.DOC.ALT v v | v
T.FUNC.ALT v v |V
T.PROT.ALT v v |V
T.CONFE.DIS v v |V
T.CONFALT VI vI|v
P.USER.AUTHORIZATION Vv
P.SOFTWARE.VERIFICATION v
P.AUDIT.LOGGING v vIivi|v
P.INTERFACE.MANAGEMENT 4 4
P.HDD.ACCESS.AUTHORIZATION v
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Obijectives
[a)
|0
=N
alo|=
W e
215 |¢ o)
alal |8k ks
olw|Ww Imgooo«:
W N | - o< |<|Z2|alB
NIFl= :)(Dcn;zz<mluo
zlolTalg|2|agIg|<=Zz|G|w
Fllw|+ Uin s jdidisis|= =9 =
= Jdi<|<|ol<| T EWlolfE|QlnWldolxxg
Q< & Al ~EI2z (8|8 w|< ||l | |EIF|
210002 |< < QIO I EIK|O|L | 5| Z|F
Q1212 |z|z|Z|<|Z|S|EIQIEIEIEIR 2% 2|5\
ZIZ\0|2|lu|eiciu|ElE|SIea|0|G = (|22
OlO|Z/o|Z|Z|W|o|L|QQID|D|2|F|T|z|Q|a|®
olo|5|x|0|gla|2|g|2|a|T|T|T|E|a|2|<|<|D
. . Qe|L /OO 2|\W| (<L w|w|w(=|w|w|w|w|w
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A.ACCESS.MANAGED v
A.ADMIN.TRAINING v
A.ADMIN.TRUST 4
A.USER.TRAINING 4

Table 19—Sufficiency of Security Objectives

Threats. Policies, and
Assumptions

Summary

Objectivesand rationale

T.DOC.DIS

User Document Data may be
disclosed to unauthorized
persons

0.DOC.NO_DI S protects D.DOC from
unauthorized disclosure

O.USER.AUTHORIZED establishes user
identification and authentication as the basis for
authorization

OE.USER.AUTHORIZED establishes
responsihility of the TOE Owner to appropriately
grant authorization

T.DOC.ALT

User Document Data may be
altered by unauthorized persons

O.DOC.NO_ALT protects D.DOC from
unauthorized alteration

O.USER.AUTHORIZED establishes user
identification and authentication as the basis for
authorization

OE.USER.AUTHORIZED establishes
responsibility of the TOE Owner to appropriately
grant authorization

T.FUNCALT

User Function Data may be
atered by unauthorized persons

O.FUNC.NO_ALT protects D.FUNC from
unauthorized alteration

O.USER.AUTHORIZED establishes user
identification and authentication as the basis for
authorization

OE.USER.AUTHORIZED establishes
responsibility of the TOE Owner to appropriately
grant authorization

T.PROT.ALT

TSF Protected Data may be
altered by unauthorized persons

O.PROT.NO_ALT protects D.PROT from
unauthorized ateration

O.USER.AUTHORIZED establishes user
identification and authentication as the basis for
authorization

OE.USER.AUTHORIZED establishes
responsibility of the TOE Owner to appropriately
grant authorization
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T.CONF.DIS

TSF Confidential Data may be
disclosed to unauthorized
persons

O.CONF.NO_DIS protects D.CONF from
unauthorized disclosure

O.USER.AUTHORIZED establishes user
identification and authentication as the basis for
authorization

OE.USER.AUTHORIZED establishes
responsihility of the TOE Owner to appropriately
grant authorization

T.CONFALT

TSF Confidential Data may be
atered by unauthorized persons

O.CONF.NO_ALT protects D.CONF from
unauthorized alteration

O.USER.AUTHORIZED establishes user
identification and authentication as the basis for
authorization

OE.USER.AUTHORIZED establishes
responsibility of the TOE Owner to appropriately
grant authorization

P.USER.AUTHORIZ
ATION

Userswill be authorized to use
the TOE

O.USER.AUTHORIZED establishes user
identification and authentication as the basis for
authorization to use the TOE

OE.USER.AUTHORIZED establishes
responsibility of the TOE Owner to appropriately
grant authorization

P.SOFTWARE.VERIF
ICATION

Procedures will exist to
self-verify executable code in
the TSF

O.SOFTWARE.VERIFIED provides procedures
to self-verify executable codein the TSF

P.AUDIT.LOGGING

An audit trail of TOE use and
security-relevant events will be
created, maintained, protected,
and reviewed.

O.AUDIT.LOGGED creates and maintains alog
of TOE use and security-relevant events, and
prevents unauthorized disclosure or alteration

OE.AUDIT_STORAGE.PROTECTED protects
exported audit records from unauthorized access,
deletion and modifications

OE.AUDIT_ACCESS.AUTHORIZED
establishes responsibility of, the TOE Owner to
provide appropriate access to exported audit
records

OE.AUDIT.REVIEWED establishes
responsibility of the TOE Owner to ensure that
audit logs are appropriately reviewed

P.HDD.ACCESS.AUT
HORIZATION

To prevent access TOE assetsin
the HDD with connecting the
other HCDs, TOE will have
authorized access the HDD data.

O.HDD.ACCESS. AUTHORISED protects TOE
assetsin the HDD from accessing without the
TOE authorization.

P.INTERFACE.MAN

Operation of external interfaces

O.INTERFACE.MANAGED manages the

AGEMENT will be controlled by the TOE operation of external interfacesin accordance
and its I T environment . with security policies
OE.INTERFACE.MANAGED establishes a
protected environment for TOE external
interfaces
A.ACCESSMANAG | The TOE environment provides | OE.PHYSICAL.MANAGED establishesa
ED protection from unmanaged protected physical environment for the TOE

access to the physical
components and data interfaces
of the TOE.

A.ADMIN.TRAININ
G

TOE Users are aware of and
trained to follow security
policies and procedures

OE.ADMIN.TRAINED establishes
responsihility of the TOE Owner to provide
appropriate Administrator training.
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A.ADMIN.TRUST

Administrators do not use their
privileged access rights for
malicious purposes.

OE.ADMIN.TRUST establishes responsibility of
the TOE Owner to have atrusted relationship
with Administrators.

A.USER.TRAINING

Administrators are aware of and
trained to follow security
policies and procedures

OE.USER.TRAINED establishes responsibility
of the TOE Owner to provide appropriate User
training.
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5 Extended components definition (APE_ECD)

This Protection Profile defines components that are extensions to Common Criteria 3.1 Release 2, Part 2. These
extended components are defined in the Protection Profile but are used in SFR Packages, and therefore, are
employed only in TOEs whose STs conform to those SFR Packages.

5.1 FPT_CIP_EXP Confidentiality and integrity of stored data
Family behaviour:

This family defines requirements for the TSF to protect the confidentiality and integrity of both TSF and user
data.

Confidentiality and integrity of stored data is important security functionality in the case where the storage
container is not, or not always, in a protected environment. Confidentiality and integrity of stored data is often
provided by functionality that the TSF uses for both TSF and user data in the same way. Examples are full disk
encryption functions, where the TSF stores its own data as well as user data on the same disk. Especialy when a
disk is intended to be removable and therefore may be transported into an unprotected environment, this
becomes a very important functionality to achieve the Security Objectives of protection against unauthorized
access to information.

Component leveling:

FPT_CIP_EXP.1 Confidentiality and integrity of stored data 1

FPT_CIP_EXP.1 Confidentiality and integrity of stored data, provides for the protection of user and TSF data
stored on a storage container that cannot be assumed to be protected by the TOE environment.

Management: FPT_CIP_EXP.1

The following actions could be considered for the management functionsin FMT:
a) Management of the conditions under which the protection function is activated or used;
b) Management of potential restrictions on the allowance to use this function.

Audit: FPT_CIP_EXP.1

The following actions should be auditable if FAU_GEN Security Audit Data Generation is included in the
PP/ST:

a) Basic: failure condition that prohibits the function to work properly, detected attempts to bypass this
functionality (e. g. detected modifications).

FPT_CIP_EXP.1 Confidentiality and integrity of stored data

Hierarchical to: No other components.
Dependencies: No dependencies
FPT_CIP_EXP.1.1 The TSF shall provide a function that ensures the confidentiality and

integrity of user and TSF data when either is written to [assignment: media used
to store the dat4].

FPT_CIP_EXP.1.2 The TSF shall provide a function that detects and performs
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[assignment: /ist of actions] when it detects alteration of user and TSF data when
either is written to [assignment: media used to store the datd].

Rationale:

The Common Criteria defines the protection of user data in its FDP class and the protection of TSF data in its
FPT class. Although both classes contain components that define confidentiality protection and integrity
protection, those components are defined differently for user data and TSF data and therefore are difficult to use
in cases where a TOE provides functionality for the confidentiality and integrity for both types of data in an
identical way.

This Protection Profile defines an extended component that combines the confidentiality and integrity protection
for both types of data in a single component. The authors of this Protection Profile view this as an approach that
simplifies the statement of security functional requirements significantly and therefore enhances the readability
and applicability of this Protection Profile. Therefore, the authors decided to define an extended component to
address this functionality.

This extended component protects both user data and TSF data, and it could therefore be placed in either the
FDP or FPT class. Since it is intended to protect data that are exported to storage media, and in particular,
storage media that might be removable from the TOE, the authors believed that it was most appropriate to place
it in the FPT class. It did not fit well in any of the existing families in either class, and this led the authors to
define anew family with just one member.

5.2 FPT_FDI_EXP Restricted forwarding of data to external interfaces
Family behaviour:

This family defines requirements for the TSF to restrict direct forwarding of information from one external
interface to another externa interface.

Many products receive information on specific external interfaces and are intended to transform and process this
information before it is transmitted on another externa interface. However, some products may provide the
capability for attackers to misuse externa interfaces to violate the security of the TOE or devices that are
connected to the TOE's external interfaces. Therefore, direct forwarding of unprocessed data between different
external interfaces is forbidden unless explicitly allowed by an authorized administrative role. The family
FPT_FDI_EXP has been defined to specify this kind of functionality.

Component leveling:

FPT_FDI_EXP.1 Restricted forwarding of data to external interfaces 1

FPT_FDI_EXP.1 Restricted forwarding of data to externa interfaces, provides for the functionality to require
TSF controlled processing of data received over defined external interfaces before these data are sent out on
another external interface. Direct forwarding of data from one external interface to another one requires explicit
allowance by an authorized administrative role.

Management: FPT_FDI_EXP.1
The following actions could be considered for the management functionsin FMT:

a) Definition of therole(s) that are allowed to perform the management activities;

b) Management of the conditions under which direct forwarding can be alowed by an administrative
role;

¢) Revocation of such an allowance.
Audit: FPT_FDI_EXP.1
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The following actions should be auditable if FAU_GEN Security Audit Data Generation is included in the
PP/ST:

There are no auditable events foreseen.
Rationale:

Quite often a TOE is supposed to perform specific checks and process data received on one external interface
before such (processed) data are allowed to be transferred to another external interface. Examples are firewall
systems but aso other systems that require a specific work flow for the incoming data before it can be
transferred. Direct forwarding of such data (i. e. without processing the data first) between different external
interfaces is therefore afunction that — if allowed at all — can only be allowed by an authorized role.

It has been viewed as useful to have this functionality as a single component that allows specifying the property
to disallow direct forwarding and require that only an authorized role can alow this. Since thisis a function that
is quite common for a number of products, it has been viewed as useful to define an extended component.

The Common Criteria defines attribute-based control of user data flow in its FDP class. However, in this
Protection Profile, the authors needed to express the control of both user data and TSF data flow using
administrative control instead of attribute-based control. It was found that using FDP_IFF and FDP_IFC for this
purpose resulted in SFRs that were either too implementation-specific for a Protection Profile or too unwieldy
for refinement in a Security Target. Therefore, the authors decided to define an extended component to address
this functionality.

This extended component protects both user data and TSF data, and it could therefore be placed in either the
FDP or FPT class. Since its purpose is to protect the TOE from misuse, the authors believed that it was most
appropriate to place it in the FPT class. It did not fit well in any of the existing families in either class, and this
led the authors to define a new family with just one member.

FPT_FDI_EXP.1 Restricted forwarding of data to external interfaces
Hierarchical to: No other components.

Dependencies: FMT_SMF.1 Specification of Management Functions
FMT_SMR.1 Security roles.

FPT_FDI_EXP.1.1 The TSF shall provide the capability to restrict data received on
[assignment: /ist of external interfaces] from being forwarded without further
processing by the TSF to [assignment: /ist of external interfaces).
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6 Security requirements

ZDOFETIL, TOEDEFx = U7 ¢ Z{f (security requirements) (ZB8 L TRl 4%,

6.1  Security functional requirements

ZOFETIE, TOEDEF = U7 ¢ BEREZE: (security functional requirements) (ZB8 L CrEik 3%,
W, I R—% 2 FikBIERCHEET L AV FADOHBAD () EEIT, BV IE L OEBIEZ R TEREIF
L TWD,

Ul
X

6.1.1 :L“"‘Hi“"m\\ 1%@!3

=

FIA_AFL.1 Authentication failure handling
Hierarchical to: No other components.
Dependencies: FIA_UAU.1 Timing of authentication

FIA_AFL.1.1 The TSF shall detect when [selection: [assignment: positive integer number], an
administrator configurable positive integer withinfassignment: range of acceptable
values]] unsuccessful authentication attempts occur related to [assignment: /ist of
authentication events).

[selection: [assignment. positive integer number], an administrator configurable
positive integer withinfassignment. range of acceptable values])
= anadministrator configurable positive integer within 1 to 10

[assignment: /ist of authentication events]
= BEROLE LT E— b Ul B0 T NERRRED 7 7 A VAT

FIA AFL.1.2 When the defined number of unsuccessful authentication attempts has been
[selection: met, surpassed], the TSF shall [assignment: /ist of actions].

[selection: met, surpassed)]
= met

[assignment: /ist of actions]
» By J7 UL
FIA_ATD.1 User attribute definition
Hierarchical to: No other components.
Dependencies: No dependencies

FIA_ATD.1.1 The TSF shall maintain the following list of security attributes belonging to
individual users: [assignment: /ist of security attributes].

[assignment: /ist of security attributes]
» a—P—f v
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Timing of authentication

Hierarchical to: No other components.

Dependencies: No dependencies.

The TSF shall allow [assignment: /ist of TSF-mediated actions that do not conflict

with access-controlled Functions of the TOE] on behalf of the user to be performed

before the user is authenticated.

[assignment: /ist of TSF-mediated actions that do not conflict with
access-controlled Functions of the TOE]

. YN aT I T IATIT ORA

The TSF shall require each user to be successfully authenticated before allowing
any other TSF-mediated actions on behalf of that user.

Protected authentication feedback
Hierarchical to: No other components.
Dependencies: FIA_UAU.1 Timing of authentication

The TSF shall provide only [assignment: /ist of feedback] to the user while the
authentication is in progress.

[assignment: /ist of feedbackK]

n *

Timing of identification

Hierarchical to: No other components.

Dependencies: No dependencies.

The TSF shall allow [assignment: /ist of TSF-mediated actions that do not conflict

with access-controlled Functions of the TOE] on behalf of the user to be performed

before the user is identified.

[assignment: /ist of TSF-mediated actions that do not conflict with
access-controlled Functions of the TOE]

. YN aT I T FIATIT ORA

The TSF shall require each user to be successfully identified before allowing any
other TSF-mediated actions on behalf of that user.
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User-subject binding
Hierarchical to: No other components.
Dependencies: FIA_ATD.1 User attribute definition

The TSF shall associate the following user security attributes with subjects acting
on the behalf of that user: [assignment: /ist of user security attributes].

[assignment: /ist of user security attributes]
A N %

The TSF shall enforce the following rules on the initial association of user security
attributes with the subjects acting on behalf of users: [assignment: rules for the
initial association of attributes].

[assignment: rules for the initial association of attributes]
= L

The TSF shall enforce the following rules governing changes to the user security
attributes with the subjects acting on behalf of users: [assignment: rules for the
changing of attributes].

[assignment: rules for the changing of attributes]
L

FTA_SSL.3(lui) TSF-initiated termination

Hierarchical to: No other components.

Dependencies: No dependencies.

FTA_SSL.3.1(lui) The TSF shall terminate an interactive session after a [assignment: time

interval of user inactivityj.

[assignment: time interval of user inactivity]
BRSOV E AR LRV RREDS . BROE I RS

FTA_SSL.3(rui) TSF-initiated termination

Hierarchical to: No other components.

Dependencies: No dependencies.

FTA_SSL.3.1(rui) The TSF shall terminate an interactive session after a [assignment: #/ime

interval of user inactivityj.

[assignment: time interval of user inactivity]
= UE— Ul ZEELRVIREEDS, 15 5y [k
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6.1.2 Ta7 RIT7 /e AHlEE
FMT_MSA.1(exec-job) Management of security attributes
Hierarchical to: No other components.

Dependencies: [FDP_ACC.1 Subset access control, or
FDP_IFC.1 Subset information flow control]
FMT_SMR.1 Security roles
FMT_SMF.1 Specification of Management Functions

FMT_MSA.1.1(exec-job) The TSF shall enforce the TOE Function Access Control SFP,
[assignment: access control SFP(s), information flow control SFP(s)] to restrict the
ability to [selection: change default, query, modify, delete, [assignment: other
gperations]] the security attributes [assignment: /ist of security attributes] to
[assignment: the authorised identified roles.

[assignment: access control SFP(s), information flow control SFP(s)]
= oL

[selection: change default, query, modify, delete, [assignment: other operations]]
= query, modify, delete, create

[assignment: /ist of security attributes]
. o—J

[assignment: the authorised identified roles]
= U.ADMINISTRATOR

FMT_MSA.3(exec-job) Static attribute initialisation
Hierarchical to: No other components.

Dependencies: FMT_MSA.1 Management of security attributes
FMT_SMR.1 Security roles

FMT_MSA.3.1(exec-job) The TSF shall enforce the TOE Function Access Control Policy,
[assignment: access control SFF information flow control SFF| to provide
[selection, choose one of: restrictive, permissive, [assignment: other property]]
default values for security attributes that are used to enforce the SFP.

[assignment: access control SFF, information flow control SFP)
= L

[selection, choose one of: restrictive, permissive, [assignment: other property]]
» Redtrictive

[refinement]
=  TOE Function Access Control Policy — TOE Function Access Control SFF

FMT_MSA.3.2(exec-job) The TSF shall allow the [assignment: the authorized identified roles]
to specify alternative initial values to override the default values when an object or
information is created.

[assignment: the authorized identified roles]
=  Nobody
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FDP_ACC.1(exec-job) Subset access control
Hierarchical to: No other components.
Dependencies: FDP_ACF.1 Security attribute based access control

FDP_ACC.1.1(exec-job)  The TSF shall enforce the TOE Function Access Control SFP on users
as subjects, TOE functions as objects, and the right to use the functions as
operations.

FDP_ACF.1(exec-job) Security attribute based access control
Hierarchical to: No other components.

Dependencies: FDP_ACC.1 Subset access control
FMT_MSA.3 Static attribute initialisation

FDP_ACF.1.1(exec-job) The TSF shall enforce the TOE Function Access Control SFP to objects
based on the following: users and [assignment: /ist of TOE functions and the
security attribute(s) used to determine the TOE Function Access Control SFP,.

[assignment: /ist of TOE functions and the security attribute(s) used to determine
the TOE Function Access Control SFF]
=  objects controlled under the TOE Function Access Control SFP in Table 20, and for
each, the indicated security attributesin Table 20.

FDP_ACF.1.2(exec-job) The TSF shall enforce the following rules to determine if an operation
among controlled subjects and controlled objects is allowed: [selection: the user is
explicitly authorized by U.ADMINISTATOR to use a function, a user that is
authorized to use the TOE is automatically authorized to use the functions
[assignment: /ist of functions], [assignment: other conditions]].

[selection: the user is explicitly authorized by U.ADMINISTATOR to use a
function, a user that is authorized to use the TOE is autormatically authorized to
use the functions [assignment: /ist of functions], [assignment: other conditions]]

= [assignment: other conditions]

[assignment: other conditions]
= rules specified in the TOE Function Access Control SFP in Table 20 governing access
among controlled users as subjects and controlled objects using controlled operations
on controlled objects

FDP_ACF.1.3(exec-job) The TSF shall explicitly authorise access of subjects to objects based on
the following additional rules: the user acts in the role U ADMINISTRATOR,
[assignment: other rules, based on security attributes, that explicitly authorise
access of subjects to objects].

[assignment: other rules, based on security attributes, that explicitly authorise
access of subjects to objects]
= L

FDP_ACF.1.4(exec-job) The TSF shall explicitly deny access of subjects to objects based on the
[assignment: rules, based on security attributes, that explicitly deny access of
subjects to objects].
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[assignment: rules, based on security attributes, that explicitly deny access of

subjfects to objects]

= 2L

Table 20—TOE Function Access Control SFP

Object Attribute Operation(s) | Subject | Attribute | Accesscontrol rule
j 0] . - .
Sg]r?; A Object @ J& 12 %f LT Subject
%277V b | +PRT Ut a7 5 U.USER | m—/1 Dr— 173 Operation &7 A E4L
S - f:m‘—/l/f&)é
17
j (2] . .
+CPY gg]ric; S Object @ & MEI1Z%L T Subject
[z — +DSR Ui ogo e | WUSER | m—n Dr—/L7)3 Operation Z§F Al 4L
i Fra—/LThb
17
N Sg’ricetr %%IJ;; Object O J& 1= % LT Subject
[ 2% | +DSR L oaT & UUSER | m—/L Dr—/ L)\ Operation % FF A SH
S - f:m‘—/l/f&)é
17
S:ijr?gr %ﬂg Object ™ B 1ELZ kLT Subject
({2 RLA] +DSR L aT % UUSER | =m—/1 Dr—/LH Operation Z#F RIS 4L
P 7ma—LThb
17T
Object D . . .
. Object @B MEIZ%IL T Subject
r LOF | .
ﬂﬁﬁ774l DA +DSR ?;Ttifjji UUSER | =—/b Dr—/ L)% Operation Z#F A =41
s - 71’:1:’“*/1//63?)6
17
< Object D
JE—h Ul EDl% . . R .
. +DSR Pointer %] F Subject > —/L 5% Administrator
G v o s e . —/v . . N
;”%%Jﬁ774}/ » L7-va7 & UUSER | B THHE Operation 23 A HE
1T

6.1.3 HA a7 T EREIHERE

6.1.3.1 = THIHEE

FMT_MSA.1(delete-job) Management of security attributes

Hierarchical to:

Dependencies:

No other components.

[FDP_ACC.1 Subset access control, or

FDP_IFC.1 Subset information flow control]
FMT_SMR.1 Security roles
FMT_SMF.1 Specification of Management Functions

FMT_MSA.1.1(delete-job) The TSF shall enforce the Common Access Control SFP in Table 22,
[assignment: access control SFP(s), information flow control SFP(s)] to restrict the
ability to [selection: change default, query, modify, delete, [assignment. other
operations]] the security attributes [assignment: /ist of security attributes] to

[assignment: the authorised identified roles].

[assignment: access control SFP(s), information flow control SFP(s)]
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= |nTheJOB Access Control SFP in Table 23

[selection: change default, query, modify, delete, [assignment: other operations]|
= Table21 ®» [#fE] DI

[assignment: /ist of security attributes]
= Table21 ® [lsecurity attributes] OIH

[assignment: the authorised identified roles]
= Table2l ® Tme—)] DIA

Table 21—Management of security attributes

security attributes e "—/,v
a— 4 delete, create, query U.ADMINISTRATOR
Ry U AREGEE & modify, create U.ADMINISTRATOR
HE DRy 7 ARG modify U.NORMAL
APPLICATION NOTE 1. This Protection Profile does not define any mandatory security attributes, but some may be

defined by SFR packages or by the ST Author. The ST Author should define how security attributes are managed. Note
that this Protection Profile allows the ST Author to instantiate “Nobody” as an authorized identified role, which makesit

possible for the ST Author to state that some management actions (e.g., deleting a security attribute) may not be
performed by any User.

FMT_MSA.3(delete-job) Static attribute initialisation
Hierarchical to: No other components.
Dependencies: FMT_MSA.1 Management of security attributes

FMT_SMR.1 Security roles

FMT_MSA.3.1(delete-job) The TSF shall enforce the Common Access Control SFP in Table 22,
[assignment: access control SFF, information flow control SFF| to provide
[selection, choose one of: restrictive, permissive, [assignment: other property]]
default values for security attributes that are used to enforce the SFP.

[assignment: access control SFF, information flow control SFP)
= Common Access Control SFP in Table 22
* InTheJOB AccessControl SFP in Table 23

[selection, choose one of: restrictive, permissive, [assignment: other property])
= restrictive

FMT_MSA.3.2(delete-job) The TSF shall allow the [assignment: the authorized identified roles]

to specify alternative initial values to override the default values when an object or
information is created.

[assignment: the authorized identified roles]
=  Nobody
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FDP_ACC.1(delete-job)Subset access control

Hierarchical to: No other components.

Dependencies: FDP_ACF.1 Security attribute based access control
FDP_ACC.1.1(delete-job) The TSF shall enforce the Common Access Control SFP in Table 22 on

the list of users as subjects, objects, and operations among subjects and objects
covered by the Common Access Control SFP in Table 22.

FDP_ACF.1(delete-job) Security attribute based access control
Hierarchical to: No other components.
Dependencies: FDP_ACC.1 Subset access control

FMT_MSA.3 Static attribute initialisation

FDP_ACF.1.1(delete-job) The TSF shall enforce the Common Access Control SFP in Table 22 to
objects based on the following: the list of users as subjects and objects controlled
under the Common Access Control SFP in Table 22, and for each, the indicated
security attributes in Table 22.

FDP_ACF.1.2(delete-job) The TSF shall enforce the following rules to determine if an operation
among controlled subjects and controlled objects is allowed: rules specified in the
Common Access Control SFP in Table 22 governing access among controlled users
as subjects and controlled objects using controlled operations on controlled objects.

FDP_ACF.1.3(delete-job) The TSF shall explicitly authorise access of subjects to objects based on
the following additional rules: [assignment: rules, based on security attributes,
that explicitly authorise access of subjects to objects].

[assignment: rules, based on security attributes, that explicitly authorise access of
subjfects to objects)
*  U.ADMINISTRATOR (%, 7-=T®» D.DOC + D.FUNC D HIIEx23 Al HE
=  U.ADMINISTRATOR i, +CPY, +SCN, +DSR,® D.FUNC @ Modify 73 FJHg

FDP_ACF.1.4(delete-job) The TSF shall explicitly deny access of subjects to objects based on the
[assignment: rules, based on security attributes, that explicitly deny access of
subjects to objects].

[assignment: rules, based on security attributes, that explicitly deny access of

subjects to objects]
= L

Table 22—Common Access Control SFP

Object Attribute Operation(s) | Subject Access control rule

D.DOC +PRT,+SCN,+CPY, Delete U.NORMAL | Denied, except for hisher own
+DSR documents

D.FUNC | +PRT,+SCN,+CPY, Modify; U.NORMAL | Denied, except for hisher own
+DSR Delete function data

6.1.3.2 ¥ a 7HT7T I EARIEEE
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FDP_ACC.1(in-job) Subset access control

Hierarchical to: No other components.

Dependencies: FDP_ACF.1 Security attribute based access control
FDP_ACC.1.1(in-job) The TSF shall enforce the In The JOB Access Control SFP in Table 23

on the list of subjects, objects, and operations among subjects and objects covered
by the In The JOB Access Control SFP in Table 23.

FDP_ACF.1(in-job) Security attribute based access control
Hierarchical to: No other components.
Dependencies: FDP_ACC.1 Subset access control

FMT_MSA.3 Static attribute initialisation

FDP_ACF.1.1(in-job) The TSF shall enforce the In The JOB Access Control SFP in
Table 23 to objects based on the following: the list of subjects and objects controlled
under the In The JOB Access Control SFP in Table 23, and for each, the indicated
security attributes in Table 23.

FDP_ACF.1.2(in-job) The TSF shall enforce the following rules to determine if an
operation among controlled subjects and controlled objects is allowed: rules
specified in the In The JOB Access Control SFP in Table 23 governing access
among Users and controlled objects using controlled operations on controlled
objects.

FDP_ACF.1.3(in-job) The TSF shall explicitly authorise access of subjects to objects
based on the following additional rules: [assignment: rules, based on security
attributes, that explicitly authorise access of subjects to objects).

[assignment: rules, based on security attributes, that explicitly authorise access of
subjfects to objects]

= U.ADMINISTRATOR (%, +DSR ® D.DOC @ read 7 "] g

FDP_ACF.1.4(in-job) The TSF shall explicitly deny access of subjects to objects based on the
[assignment: rules, based on security attributes, that explicitly deny access of
subjfects to objects].

[assignment: rules, based on security attributes, that explicitly deny access of
subjfects to objects)
= L

Table 23—In The JOB Access Control SFP

Object | Attribute(s) Operation | Subject Access control rule

D.DOC | +PRT Read U.USER Denied, except for his’her own documents
D.DOC | +SCN Read U.USER Denied, except for his’her own documents
D.DOC | +CPY Read U.USER Denied

D.DOC | +DSR Read U.NORMAL | Denied, except for his’her own documents
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6.1.4 ZEVaTiribRE

FPT_FDI_EXP.1 Restricted forwarding of data to external interfaces
Hierarchical to: No other components.
Dependencies: FMT_SMF.1 Specification of Management Functions

FMT_SMR.1 Security roles.

FPT_FDI_EXP.1.1 The TSF shall provide the capability to restrict data received on any
external Interface from being forwarded without further processing by the TSF to
any Shared-medium Interface.

6.1.5 HDD 7—#sE&il Lk

FDP_RIP.1 Subset residual information protection
Hierarchical to: No other components.
Dependencies: No dependencies

FDP_RIP.1.1 The TSF shall ensure that any previous information content of a resource is made
unavailable upon the [selection: allocation of the resource to, deallocation of the
resource from] the following objects: D.DOC, [assignment: /ist of objects].

[selection: allocation of the resource to, deallocation of the resource from)
= deallocation of the resource from

[assignment: /ist of objects]
= L

6.1.6 HDD K 5-{LBéRE
6.1.6.1 W7o {L/HE SHKRE
FCS_COP.1(h) Cryptographic operation
Hierarchical to: No other components.

Dependencies: [FDP_ITC.1 Import of wuser data without security
attributes, or
FDP_ITC.2 Import of user data with security attributes, or
FCS_CKM.1 Cryptographic key generation]
FCS_CKM.4 Cryptographic key destruction

FCS_COP.1.1(h) The TSF shall perform [assignment: /ist of cryptographic operations] in
accordance with a specified cryptographic algorithm [assignment: cryptographic
algorithm] and cryptographic key sizes [assignment: cryptographic key sizes] that
meet the following: [assignment: /ist of standards].

[assignment: list of cryptographic operations]
» HDD ~HEXIAENDT —H O SAbH#AE
* HDD bRttt S b7 —% O S #E
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[assignment: cryptographic algorithm]

= AES
[assignment: cryptographic key sizes)
= 256 hit

[assignment: list of standards]
» FIPSPUB 197
FPT_CIP_EXP.1 Confidentiality and integrity of stored data
Hierarchical to: No other components.
Dependencies: No dependencies
FPT_CIP_EXP.1.1 The TSF shall provide a function that ensures the confidentiality and
integrity of user and TSF data when either is written to [assignment: a Rermovable

Nonvolatile Storage device).

[assignment: @ Removable Nonvolatile Storage device)
= HDD

FPT_CIP_EXP.1.2 The TSF shall provide a function that detects and performs
[assignment: /ist of actions] when it detects alteration of user and TSF data when
either is written to [assignment: a Removable Nonvolatile Storage device).

[assignment: /ist of actions]

= noaction
[assignment: a Removable Nonvolatile Storage devicel
= HDD
APPLICATION NOTE 2. Today many manufacturers are looking at hardware solutions such as fully encrypting

disksto meet disk encryption requirements. Some of these driveswill not allow data to be written to the drive unless the
correct credentials (either the key itself or credentials required to unlock the key stored in a secure area of the drive) are
presented. Assuming that this functionality cannot be bypassed, detection of modificationsis not a useful function
within the TOE and therefore it should be possible to instantiate "no action” in the assignment for the "list of actions" in
FPT_CIP_EXP.1.2, arguing that unauthorized modification is prevented by the design of the system.

Quote from [PP Guide]

6.1.6.2 AKERIFERERE

FPT_PHP.1 Passive detection of physical attack
Hierarchical to: No other components.
Dependencies: No dependencies.

FPT _PHP.1.1 The TSF shall provide unambiguous detection of physical tampering that might
compromise the TSF.

[refinement] physical tampering — HDD &, U'HDD 7 — ¥ KB4L/X 7 — VU » 7R
— DT VX

FPT_PHP.1.2 The TSF shall provide the capability to determine whether physical tampering
with the TSF's devices or TSF's elements has occurred.
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[refinement] physical tampering — HDD &, UHDD 7 —#KB4L/X 7 — VU » 7R
— DT VX

6.1.7 LAN 7 —X{RE#HkRE
6.1.7.1 IP N7y M SALEERE
FCS_COP.1(n) Cryptographic operation
Hierarchical to: No other components.

Dependencies: [FDP_ITC.1 Import of user data without security
attributes, or
FDP_ITC.2 Import of user data with security attributes, or
FCS_CKM.1 Cryptographic key generation]
FCS_CKM.4 Cryptographic key destruction

FCS_COP.1.1(n) The TSF shall perform [assignment: /ist of cryptographic operations] in
accordance with a specified cryptographic algorithm [assignment: cryptographic
algorithm] and cryptographic key sizes [assignment: cryptographic key sizes] that
meet the following: [assignment: /ist of standards].

[assignment: /ist of cryptographic operations]
= LAN ~EET 5 IP/37 » b ORFBAb#fE
* LANDBZET D IPRT Y b OESHAE
[assignment: cryptographic algorithm)
= Table24 ® Tlcryptographic algorithm) DI

[assignment: cryptographic key sizes|
= Table24 @ Tlcryptographic key sizes] DIH

[assignment: /ist of standards]
= Table24 @ Tlist of standards] DIH

Table 24— IPSec cryptographic algorithm, key sizes and standards

cryptographic algorithm cryptographic key sizes list of standards
3DES-CBC 168 hit FIPS PUB 46-3
AES-CBC 128 hit, 192hit, 256 hit FIPSPUB 197
AES-GCM 128 hit, 192hit, 256 hit SP800-38D

FTP_ITC.1 Inter-TSF trusted channel
Hierarchical to: No other components.
Dependencies: No dependencies.

FTP_ITC.1.1 The TSF shall provide a communication channel between itself and another
trusted IT product that is logically distinct from other communication channels
and provides assured identification of its end points and protection of the

communicated data from modification or disclosure.

FTP_ITC.1.2 The TSF shall permit the TSF, another trusted IT product to initiate
communication via the trusted channel.
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The TSF shall initiate communication via the trusted channel for communication
of D.DOC, D.FUNC, D.PROT, and D.CONF over any Shared-medium Interface.

6.1.8 HCOTAMERE

FPT_TST.1

FPT_TST.1.1

FPT_TST.1.2

FPT_TST.1.3

TSF testing
Hierarchical to: No other components.
Dependencies: No dependencies.

The TSF shall run a suite of self tests [selection: during initial start-up,
periodically during normal operation, at the request of the authorised user, at the
conditions [assignment: conditions under which self test should occur]] to
demonstrate the correct operation of [selection: [assignment: parts of TSF|, the
TSF].

[selection: during initial start-up, periodically during normal operation, at the
request of the authorised user, at the conditions [assignment: conditions under
which self test should occun]

= during initia start-up

[selection: [assignment: parts of TSF], the TSF]
»  LAN 7 — X RERRE CRIH 3 2557 L = ) X A(AES, 3DES)

The TSF shall provide authorised users with the capability to verify the integrity
of [selection: [assignment: parts of TSF|, TSF datal).

[selection: [assignment: parts of TSF], TSF data]
LI =R

The TSF shall provide authorised users with the capability to verify the integrity
of stored TSF executable code.

6.1.9 BEEHOHERE

FAU_GEN.1 Audit data generation

Hierarchical to: No other components.

Dependencies: FPT_STM.1 Reliable time stamps

FAU GEN.1.1 The TSF shall be able to generate an audit record of the following auditable events:

Start-up and shutdown of the audit functions;

All auditable events for the [selection, choose one of: minimum, basic, detailed, not specified]
level of audit; and

all Auditable Events as each is defined for its Audit Level (if one is specified) for the
Relevant SFR in Table 25; [assignment: other specifically defined auditable events].

[selection, choose one of: minimum, basic, detailed, not specified]
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[assignment: other specifically defined auditable events]

= 2L

F77 H: 2015/09/28

FAU GEN.1.2 The TSF shall record within each audit record at least the following information:

- Date and time of the event, type of event, subject identity (if applicable), and the outcome
(success or failure) of the event; and

- For each audit event type, based on the auditable event definitions of the functional components
included in the PP/ST, for each Relevant SFR listed in Table 25:; (1) information as defined
by its Audit Leve (if one is specified), and (2) all Additional Information (if any is
required); [assignment: other audit relevant information)].

[assignment: other audit relevant information)

= oL

Table 25—Audit data requirements

Auditable event Relevant SFR Audit level Additional
information

Job completion FDP ACF.1 Not specified Typeof job

Both successful and unsuccessful use of the FIA_UAU.1 Basic None required

authentication mechanism

Both successful and unsuccessful use of the FIA_UID.1 Basic Attempted user

identification mechanism identity, if available

Use of the management functions FMT_SMF.1 Minimum None required

Modificationsto the group of usersthat are FMT_SMR.1 Minimum None required

part of arole

Changesto thetime FPT_STM.1 Minimum None required

Termination of an interactive session by the FTA_SSL.3 Minimum None required

session locking mechanism®

Failure of the trusted channel functions FTP ITC.1 Minimum None required

FAU_GEN.2 User identity association

Hierarchical to:

Dependencies:

No other components.

FAU_GEN.1 Audit data generation

FIA_UID.1 Timing of identification

FAU_GEN.2.1 For audit events resulting from actions of identified users, the TSF shall be able to
associate each auditable event with the identity of the user that caused the event.

5 PP Guide @ [14.1 IEEE Std 2600.1 Errata] %%
IEEE Std 2600.1(Z%“Locking of an interactive session by the session locking mechanism” & & % 73, #git I &

T D 5 AL
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FPT_STM.1 Reliable time stamps
Hierarchical to: No other components.
Dependencies: No dependencies.

FPT_STM.1.1 The TSF shall be able to provide reliable time stamps.

FAU_SAR.1 Audit review
Hierarchical to: No other components.
Dependencies: FAU_GEN.1 Audit data generation

FAU_SAR.1.1 The TSF shall provide [assignment: authorised users] with the capability to read
[assignment: /ist of audit informatiori] from the audit records.

[assignment: authorised users]
= U.ADMINISTRATOR

[assignment: list of audit information]
» Table25 [IRTEEER DY A K

FAU SAR.1.2 The TSF shall provide the audit records in a manner suitable for the user to
interpret the information.

FAU_SAR.2 Restricted audit review
Hierarchical to: No other components.
Dependencies: FAU_SAR.1 Audit review

FAU_SAR.2.1 The TSF shall prohibit all users read access to the audit records, except those
users that have been granted explicit read-access.

FAU_STG.1 Protected audit trail storage
Hierarchical to: No other components.
Dependencies: FAU_GEN.1 Audit data generation

FAU_STG.1.1 The TSF shall protect the stored audit records in the audit trail from unauthorised
deletion.

FAU_STG.1.2 The TSF shall be able to [selection, choose one of: prevent, detect] unauthorised
modifications to the stored audit records in the audit trail.

[selection, choose one of: prevent, detect]
»  prevent
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FAU_STG.4 Prevention of audit data loss

FAU_STG.4.1

Hierarchical to: FAU_STG.3 Action in case of possible audit data loss
Dependencies: FAU_STG.1 Protected audit trail storage

The TSF shall [selection, choose one of: “ignore audited events”, “prevent
audited events, except those taken by the authorised user with special rights’,
“overwrite the oldest stored audit records” and [assignment: other actions to
be taken in case of audit storage failure] if the audit trail is full.

[selection, choose one of: “ignore audited events”, “prevent audited events,
except those taken by the authorised user with special rights”, “overwrite the

oldest stored audit records’]
=  “overwrite the oldest stored audit records”

[assignment: other actions to be taken in case of audit storage failure]
= 2L

6.1.10 EEEERE

6.1.10.1 = —Y —FHIRKEE

FIA_SOS.1

FIA_SOS.1.1

Verification of secrets
Hierarchical to: No other components.
Dependencies: No dependencies

The TSF shall provide a mechanism to verify that secrets meet [assignment: a
defined quality metric].

[assignment: a defined quality metric]
» AT ERFLLTONRAT — R R
3 L R S U A G 0
. BRI TFA~D)E L LT EEDD
» BN TF(a~2)E 1 LTRSS S
» HFO0~9% 1 XTFUEEDD
» TNAT 7Ry NUADOLTFC-@[]:, AT #%E ()=~ +*}_><)% 1 TR
ER2KA)
M ATRESCT
o MESCFLSN DT O

FMT_MTD.1(user-mgt) Management of TSF data

Hierarchical to: No other components.

Dependencies: FMT_SMR.1 Security roles
FMT_SMF.1 Specification of Management Functions

FMT_MTD.1.1 (user-mgt) The TSF shall restrict the ability to [selection: change_default, query,

modify, delete, clear, [assignment: other operations]] the [assignment: /ist of TSF
data associated with a U.NORMAL or TSF Data associated with documents or jobs
owned by a U.NORMAL] to [selection, choose one of: Aobody, [selection:
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U.ADMINISTRATOR, the U.NORMAL to whom such TSF data are associated]].

[selection: change default, query, modify, delete, clear, [assignment: other
operations]|
= Table26 ®» [#fE] DA

[assignment: /ist of TSF data associated with a U.NORMAL or TSF Data
associated with documents or jobs owned by a U.NORMAL]
» Table26 ® [TSFdata] DIH

[selection, choose one of: ANobody, [selection: U.ADMINISTRATOR, the
U.NORMAL to whom such TSF data are associated])
» Table26 ® m—/1| DI

Table 26— — Y —fE# &

TSF data 72—/ HRIE

a—HF—4 U.ADMINISTRATOR | delete, create, query

o —/L U.ADMINISTRATOR | modify, delete, create, query
IRAT— R U.ADMINISTRATOR | modify, delete, create
HED/NRAT— R U.NORMAL modify

FMT_SMR.1 Security roles
Hierarchical to: No other components.
Dependencies: FIA_UID.1 Timing of identification

FMT_SMR.1.1 The TSF shall maintain the roles U.ADMINISTRATOR, U.NORMAL, [selection:
Nobodly, [assignment: the authorised identified roles]].

[selection: Nobody, [assignment: the authorised identified roles]]
=  Nobody

FMT_SMR.1.2 The TSF shall be able to associate users with roles, except for the role “Nobody” to
which no user shall be associated.

6.1.10.2 W= HE%E PLEEAE
FCS_CKM.1 Cryptographic key generation
Hierarchical to: No other components.
Dependencies: [FCS_CKM.2 Cryptographic key distribution, or
FCS_COP.1 Cryptographic operation]
FCS_CKM.4 Cryptographic key destruction
FCS_CKM.1.1 The TSF shall generate cryptographic keys in accordance with a specified
cryptographic key generation algorithm [assignment: cryptographic key
generation algorithm] and specified cryptographic key sizes [assignment:

cryptographic key sizes] that meet the following: [assignment: /ist of standards)].

[assignment: cryptographic key generation algorithm]
*  FIPSPUB 186-2 IZ D I ZHEER T LT Y XA
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[assignment: cryptographic key sizes|
= 128bit, 168bit, 192bit, 256 hit

[assignment: /ist of standards]
= FIPSPUB 186-2

FCS_CKM.2 Cryptographic key distribution
Hierarchical to: No other components.

Dependencies: [FDP_ITC.1 Import of wuser data without security
attributes, or
FDP_ITC.2 Import of user data with security attributes, or
FCS_CKM.1 Cryptographic key generation]
FCS_CKM.4 Cryptographic key destruction

FCS_CKM.2.1 The TSF shall distribute cryptographic keys in accordance with a specified
cryptographic key distribution method [assignment: cryptographic key distribution
method] that meets the following: [assignment: /ist of standards).

[assignment: cryptographic key distribution method)]
= DH (DiffieHellman) ¥ XOYECDH (Elliptic Curve Diffie Hellman)

[assignment: /ist of standards]
= SP800-56A

6.1.10.3 F /34 R & PR

FMT_MTD.1(device-mgt) Management of TSF data
Hierarchical to: No other components.
Dependencies: FMT_SMR.1 Security roles

FMT_SMF.1 Specification of Management Functions

FMT_MTD.1.1(device-mgt) The TSF shall restrict the ability to [selection: change default, query,
modify, delete, clear, [assignment: other gperations]] the [assignment: /ist of TSF
data] to [selection, choose one of: Aobody, [selection: U.ADMINISTRATOR,
[assignment: the authorized identified roles except U.NORMAL]]].

[selection: change default, query, modify, delete, clear, [assignment: other
operations]|
= Table27 ©» [fE] DA

[assignment: /ist of TSF data]
* Table27 @ [TSFData) DA

[selection, choose one of: NMoboady, [selection: U ADMINISTRATOR, [assignment:
the authorized identified roles except U.NORMAL]]]
= Table27» [a—/v) OIA

Table 27—7 /A A& HEHERE

TSF Data z—j e
A /LI E U.ADMINISTRATOR | modify
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TSF Data o —/ e
HDDSERTE 3% E U.ADMINISTRATOR | query, modify
IPSec #%7E U.ADMINISTRATOR | query, modify
A —rIVT B E U.ADMINISTRATOR | query, modify
a7 T NR) L — R TE U.ADMINISTRATOR | query, modify
INAY — KRRV —FRTE U.ADMINISTRATOR | query, modify
=g U.ADMINISTRATOR | query, delete

FMT_SMF.1 Specification of Management Functions

Hierarchical to:

Dependencies:

No other components.

No dependencies.

FMT_SMF.1.1 The TSF shall be capable of performing the following management functions:
[assignment: /ist of management functions to be provided by the TSF].

[assignment: /ist of management functions to be provided by the TSF]
= LU Table 28 (2”3 Bk fE

Table 26— The management of security requirements

& PEHERE BE

H o/ REZRR E modify

HDDZERH ERE query, modify

IPSec i E query, modify
F—NIUTERE query, modify

2y 7T NRY L — 3 TE query, modify
ISAT —RRYS — R E query, modify
= query, delete
a—H—4 delete, create, query
—/) modify, delete, create, query
INAT— R modify, delete, create
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B AR #RIE

Ry 7 ARGIEE & modify, create
HED/NAT— R modify

H & DRy ARGREE 5 modify

6.2  Security assurance requirements

This section defines the security assurance requirements for the TOE.

Table 29 lists the security assurance requirements for 2600.1-PP, Protection Profile for Hardcopy Devices,
Operational Environment A, and related SFR packages, EAL 3 augmented by ALC_FLR.2.

Table 29— 2600.1 Security Assurance Requirements

Assurance Class

Assurance components

ADV: Development

ADV_ARC.1 Security architecture description

ADV_FSP.3 Functional specification with complete summary

ADV_TDS.2 Architectural design

AGD: Guidance documents

AGD_OPE.1 Operational user guidance

AGD_PRE.1 Preparative procedures

ALC: Life-cycle support

ALC CMC.3 Authorisation controls

ALC CMS.3 Implementation representation CM coverage

ALC DEL.1 Dédlivery procedures

ALC DVS.1 Identification of security measures

ALC FLR.2 Flaw reporting procedures (augmentation of EAL3)

ALC LCD.1 Developer defined life-cycle model

ASE: Security Target evaluation

ASE CCL.1 Conformance claims

ASE ECD.1 Extended components definition

ASE INT.1 ST introduction

ASE OBJ.2 Security objectives

ASE REQ.2 Derived security requirements

ASE SPD.1 Security problem definition

ASE_TSS.1 TOE summary specification

ATE: Tests

ATE COV.2 Analysis of coverage

ATE_DPT.1 Testing: basic design

ATE_FUN.1 Functional testing

ATE_IND.2 Independent testing - sample

AVA: Vulnerability assessment

AVA VAN.2 Vulnerability analysis

6.3  Security functional requirements rationale

6.3.1 The completeness of security requirements

Table 30 IX TOE b aUT 4% R et )T iR 2~ 7 LT=b D ThH D, Tk,
KX VT AERE S D70l 1 DD TOE BX 2T 4% FHHTHIS L TWAZEEZRL TS,
FEXGRR%E Bold (£ (P) THEL, AR —RL TV AxHIGEITRE (S) T/RLTZ,

Table 30—The completeness of security requirements

| sFRs

Objectives
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O.DOC.NO _DIS

O.DOC.NO_ALT

O.FUNC.NO_ALT

O.PROT.NO_ALT

O.CONF.NO_DIS

O.CONF.NO_ALT

O.USER.AUTHORIZED

O.INTERFACE.MANAGED
O.SOFTWARE.VERIFIED
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O.AUDIT.LOGGED
O.HDD.ACCESS.AUTHORISED

FIA_AFL.1

FIA_ATD.1

FIA_UAU.1

FIA_UAU.7

FIA_UID.1

FIA_USB.1

FTA_SSL.3(lui)

FTA_SSL.3(rui)

FMT_MSA.1(exec-job)

FMT_MSA.3(exec-job)

FDP_ACC.1(exec-job)

FDP_ACF.1(exec-job)

WO VWO TT T VT OO

FMT_MSA . 1(delete-job)

FMT_MSA.3(delete-job)

FDP_ACC.1(delete-job)

FDP_ACF 1(delete-job)

mn|T|ln|m

mwolnwn

FDP_ACC.1(in-job)

FDP_ACF.1(in-job)

0Noimw T nwm

FPT_FDI_EXP1

FDP_RIP1

T

FPT_CIP_EXP1

)

FCS_COP1(h)

wn| o

[0)]

0w o

wn|To

wn

wn o

FPT_PHP1

FCS_COP1(n)

FTP_ITC.1

FCS CKM.1

FCS CKM.2

nnownmn

m|m|T|mn

0w unowm

nwunowm

nnownmn

nwunowm

FPT_TST.1

FAU_GEN.1

FAU_GEN.2

FAU SAR.1

FAU_SAR.2

FAU_STG.1

FAU_STG.4

FPT_STM.1

n| T|T0| 0|0 T|T

FIA_SOS.1

FMT_MTD.1(user-mgt)
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Objectives
m
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a | a |2 |50
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Q zZ < < < = i
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o |22 8
o |© T
O
SFRs
FMT_SMR.1 S| S| S|S|S|S]|S
FMT_MTD.1(device-mgt) PP | P
FMT_SMF.1 Ss|s|s|s|s]|s

6.3.2 The sufficiency of security requirements

ARETIE, Bx2VTABEEEEMED TOE X aUT 6 KTt a2 DIC 143 THOR M ZFL IR
éo

O.DOC.NO_DIS (%, user document data 73 #& X172 D12,

FIA_UID.1 TOo—V—i#BEFHRIIST T FMT_SMR.1 TEHEIN/-o— A0 0 Y Thh, Zon
—VZFEEDX,

FMT_MSA.1(delete-job)/FMT_MSA.3(delete-job) . FDP_ACC.1(delete-job)/FDP_ACF.1(delete-job) (= &
Va7 Fx B AAREE AR NDIIZT 7R AR T 259 212,

FDP_ACC.1(in-job)/FDP_ACF.1(in-job).

ICEDHIRI a7 F O a—H —F —H~DT 7 A R NDIAZHIRLIZD, TN LSOV a7 H D2 —
W =T —H DT 7 RALGEL TERLIEN T HI LTI EBEND,

Fio, Va7 EI A R &7 user document data DTS #IE. FDP_RIP.1 2KV el ESND,
E5IZ, HDD N —H —F — X TSF T —H ~D WX A« ZFE IR T

FPT_CIP_EXP.1, FCS_COP.1(h), FCS CKM.1 IZ kWS,

LAN 2525452 —W—F —Z - TSF T —H~DE S A FRIHL T

FCS COP.1(n), FTP_ITC.1, FCS CKM.1, FCS CKM.2 IZ kv {f#ES N5,

TRSIZEE T D PR RE I FMT_SMFE.1 ICk» THtEn TV 5,

O.DOC.NO_ALT /&, user document data 238 X A SH72 W E9IZ,

FIA_UID.1 TOa—V—i#BEFHRIST T FMT_SMR.1 TEHEEIN/-o— A0 0 Y Thh, Zon
—ZFEEDX,

FMT_MSA.1(delete-job)/FMT_MSA.3(delete-job) . FDP_ACC.1(delete-job)/FDP_ACF.1(delete-job) (= &
DEAEERND T 7B ARIR T 528KV EHI D,

E5IZ, HDD N —H—F — X TSF T —H ~D U X A« ZFE IR T

FPT_CIP_EXP.1, FCS _COP.1(h), FCS CKM.1 [ZLV{f#ES .,

LAN 2525452 —W—F —Z - TSF T —H~DE S A RFRIHL T

FCS COP.1(n), FTP_ITC.1, FCS CKM.1, FCS CKM.2 I[Z kv ifi#ES N5,

TRSICEE T PR RE I FMT_SME.1 (k- THtEh TV 5,
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O.FUNC.NO_ALT [, user function data 23t X A SH720 0V 91T,

FIA_UID.1 CTO—HF—@REMIZIET T, FMT_SMR.1 CEEINZr— /L3 E0 Y Thil, £Du
—IZHEED X,

FMT_MSA.1(delete-job)/FMT_MSA.3(delete-job) . FDP_ACC.1(delete-job)/FDP_ACF.1(delete-job) (2 &
VEEZRNDINZT 7 BAHIRTHZEICLVEBLIND,

E5IZ, HDD WD —H —F — X« TSF 5 —Z ~D U E A« TR LT

FPT_CIP_EXP.1, FCS COP.1(h), FCS CKM.1 [ZLW{f#SHh,

LAN 2525402 —W—F —% - TSF T —H~DES A RFRIH LT

FCS COP.1(n), FTP_ITC.1, FCS CKM.1, FCS CKM.2 (kiS5

INBICEE T DB HEAEILX FMT_SMF.1 IZk»> THRiEE T,

O.PROT.NO_ALT %, TSF protected data 73t & AL SN EHIT,

FMT_MTD.1(user-mgt) CEFLE 72 FIA_UID.1 CO2—H —#BIIEFHRITIGT T, FMT_SMR.1 TEH
SNToe— LB Y THIL, £DOR—/VIZHDE,

FMT_SMR.1, FMT_MTD.1(device-mgt) , FMT_SMF.1 (2157 /A A E FIREREIC L0 FEBEND,
E5IZ, HDD WD 2—H—F —H - TSF 7 —F ~Dh X A - BFZ IR T

FPT_CIP_EXP.1, FCS COP.1(h), FCS CKM.1 [ZXhits#sh,

LAN #5525 T2 —W—F —H - TSF T — X ~DES A ZFITHL T

FCS COP.1(n), FTP_ITC.1, FCS CKM.1, FCS CKM.2 IZXv{fi#EE N5,

O.CONF.NO_DIS %, TSF confidential data 73 #&#& S 72\ K912,

FMT_MTD.1(user-mgt) C& FEE 72 FIA_UID.1 CO2—H —iBIIEHRITIG T T, FMT_SMR.1 TEH
ST — LB Y THiL, EDu— L IETX,

FMT_SMR.1, FMT_MTD.1(device-mgt) , FMT_SMF.1 (2857 /A R & B RE IC LW EB SN D,
E5IZ, HDD WD 2—H—F —H - TSF 7 —F ~D X A - BFZ IR T

FPT_CIP_EXP.1, FCS COP.1(h), FCS CKM.1 [ZXhifs#Sh,

LAN #3525 452 —W—F —H - TSF T —Z ~DKES A BT LT

FCS COP.1(n), FTP_ITC.1, FCS CKM.1, FCS CKM.2 IZ kv {fi#EEs N5,

O.CONF.NO_ALT (%, TSF confidential data 73 & ASH 72 LA,
FMT_MTD.1(user-mgt) C& FEE 72 FIA_UID.1 CTO2—H —ikBIIEHRIZIG T T, FMT_SMR.1 TEH
Shica—AnEYThHh, TOor—/ W IHESE,

FMT_SMR.1, FMT_MTD.1(devicemgt) , FMT_SMF.1 [ZX5 T /A A EBEREIC LV EE SN D,
E5I1Z, HDD N —H—F —X - TSF 7 — X ~DU X A« ZLFE TR T

FPT_CIP_EXP.1(h), FCS COP.1, FCS CKM.1 |[ZXhits#ESi,

LAN #5552 —Y —F —H-TSF T —H ~DES A - ZFITx LT

FCS_COP.1(n), FTP_ITC.1, FCS_CKM.1, FCS CKM.2 iZXhix#sn5,

O.USER.AUTHORIZED I3, FIA_UAU.1, FIA_UID.1, FIA_UAU.7. FIA_AFL.1 TO#BIFRFEAD =
LIRS e — =03,

FIA_ATD.1, FIA_USB.1, FTA_SSL.3(Iui)/FTA_SSL.3(ru) IC LV 2 —HF —D kv ar EFHE N,

FDP_ACC.1(exec-job)/FDP_ACF.1(exec-job) (Z&57 7B AHIFNZ LY | #ERRZ fF 5- S 7-HRE A FI| H

TEHTEITEVEBIEND,

&5|Z, FIA_S0S.1, FMT_MSA.1(exec-job), FMT_MSA 3(exec-job), FMT_SMR.1 (LY IE Y7o —

—EEHT D,
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O.INTERFACEMANAGED (%, A A H—T7 2 — A& EH -+ 5% 5K 5 #THY . FIA_UAU.1,
FIA_UID.1, FTA_SSL.3(Iui)/FTA_SSL.3(ru)ic kb —H — (o Z—T7 = —ZADE L FPT_FDI_EXP.1
(28D LAN ~DRRik & R4 DRI > THRIIND,

O.SOFTWARE.VERIFIED %, FPT_TST.1 ® H &7 AMEREIZ L > CTEHIND,

O.AUDIT.LOGGED % . FAU GEN.1. FAU GEN.2. FAU SAR.1., FAU SAR.2. FAU STG.1,
FAU STG.4 |2 E 0/ BEREIC > THRESND, BT, BT r—~y ML B o —— &

215 2R 572912 FIA_UID.1 & FPT_STM.1 IZL-»> THR—bEh 5,

O.HDD.ACCESS. AUTHORISED /&, HDD 7 7% ARZ FPT_PHP.1 (ZXAAMAKGR A FRFEERE I L~ T

FHIND,

6.3.3 The dependencies of security requirements

AREETIL, ST THERE EAEDARAFME AR 7L TR EB RTBED IR W B 2 5R 1 975,

Table 31—The dependencies of security requirements

<5 3R v SR 77 A
— CC TERLTWVS | ST Til7zL TOBIEF AR R 7 LU VR R
KT %
FIA_AFL.1 FIA_UAU.1 FIA_UAU.1 N/A (IRTFEZ 2L T D)
FIA_ATD.1 No dependencies. No dependencies. N/A (RAFEZG 7L T D)
FIA_UAU.1 FIA_UID.1 FIA_UID.1 N/A (RTFPEZ 7L T\ D)
FIA_UAU.7 FIA_UAU.1 FIA_UAU.1 N/A (IRAFPEZ 2L CD)
FIA_UID.1 No dependencies. No dependencies. N/A (RAEEDBRRL)
FIA_USB.1 FIA_ATD.1 FIA_ATD.1 N/A (RIFHEE LT D)
FTA_SSL.3(lui) No dependencies. No dependencies. N/A (A D ER R L)
FTA_SSL.3(rui) No dependencies. No dependencies. N/A (URAFED TR 72L)
[FTDDPPTéCC%l o | FDP_ACC.1(exec-job)
FMT_MSA 1(execjob) || -y oviR g FMT_SMR.1 N/A (A MEZ R T2 TUND)
FMT SMF.1 FMT_SMF.1
. FMT_MSA.1 FMT_MSA.1(exec-job) P
FMT_MSA .3(exec-job) FMT SMR.1 FMT SMR.1 N/A (IR AF AR 7ZL T B)
FDP_ACC.1(exec-job) FDP_ACF1 FDP_ACF.1(exec-job) | N/A ({K1F A mi7=L T\ 5)
- FDP_ACC.1 FDP_ACC.1(exec-job) .
FDP_ACF.1(exec-job) FMT MSA 3 FMT MSA 3(exec-job) N/A (R AEEZ T2 L TND)
[FDP_ACC.1or FDP_ACC.1(delete-job
FMT_MSA.1(deletejob) | PP-FCU ) NIA (R A2 72 LTV 5)
= FMT_SMR.1 FMT_SMR.1 -
FMT_SMF.1 FMT_SMF.1
FMT_MSA 1(delete-jo
FMT_MSA 3(deletejob) | T b) NIA (R A2 72 LTV 5)
= FMT_SMR.1
FDP_ACC.1(delete-job) || FDP_ACF.1 FDP_ACF.1(delete-job) | N/A (f&R{FE 2 7-L T 5)
FDP_ACC.1(delete-job
. FDP_ACC.1 ) e Ao
FDP_ACF.1(delete-job) FMT MSA.3 FMT MSA 3(deletejo N/A RIF 2T 7-L T D)
b)
FDP_ACC.1(in-job) FDP_ACF1 FDP_ACF.1(in-job) N/A (IRAF A 72 L T D)
P ACC.A FDP_ACC.1(in-job)
FDP_ACF.1(in-job) e FMT_MSA .3(delete-jo | N/A ({KFFIEZ72L T D)
FMT_MSA.3 b)
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CC TERL TS | ST THlifzL TV RFF
] Z L TURYY
BEREE e B IRIFHEE 2L QU2

FMT_SMF.1 FMT_SMF1 o e \

FPT_FDI_EXP1 FMT SMR FMT SMR.L N/A RIF 2T T D)

FDP_RIP1 No dependencies. No dependencies. N/A (A7 D ZER 72 L)

FPT_CIP_EXP1 No dependencies. No dependencies. N/A (RAFEDER 2L )

FCS CKM.4 % 4R L CU VRl :

[FFDDPPTITch'zl or I B4 RAM B IR S MBI TIH MR 5, &
FCS_COP1(h) oS CKM f]r FCS_ CKM.1 f:a%%ﬁ%%:ﬁw Hja‘:&c:ﬁ ATREA R Lo T
B &‘iﬂﬁ% ”r“’*i?éézhfb\é
FPT_PHP1 No dependencies. No dependencies. N/A (IRTFIHED TR 72L)
FTP_ITC.1 No dependencies. | No dependencies. N/A (IRAFIED BER7RL)
FCS CKM.4 % FAEL TV e\ i :
[FFDDPPTITch'zl or I B4 RAM BB S MBI TIH LA 5, £
FCS_COP1(n) oS CKM f]r FCS_ CKM.1 f:a%%ﬁ%%:ﬁw Hja‘: ﬂ<ﬁf ﬁéf;*%L&f;ofu )
B &‘iﬂﬁ% ”r“’*i?éézhfb\é
FCS CKM.4 gL TR B
[FCS CKM.2 or FCS COP1 ST RAM _BICERRSHERZYI5L 25, £
FCS CKM.1 FCS COP1] ch_coﬁlgﬂg T 58 B Hﬂh LI AT REZ et L7 > T
FCS_ CKM 4 - %o e THERBRVITIE B ZE A L7 < &b I 5
IEEAICERIS T,
FCS CKM.4 % EJEL TR B
[FFDDPP—I'TTg-Zl or I BT RAM LIRS N B WD EE A 5, &
FCS_CKM.2 Fos CKM f]r FCS_CKM.1 R 2 L) H‘ﬁ“:kciTT He oM LT
FCS_CKM4 ZD ﬁEO’C%%ﬁEE’J %%6&%%L¢£< k%ﬁ%%ﬁ’%
B 1T EIEEIN TN,
FPT_TST.1 No dependencies. | No dependencies. N/A (IRAFPEDZLRTR L)
FAU_GEN.1 FPT_STM.1 FPT_STM.1 N/A (fRAFE 272 LT D)
FAU_GEN.1 FAU_GEN.1 .
FAU_GEN.2 FIA UID.1 FIA UID.1 N/A (IRAF A 72 L T B)
FPT_STM.1 No dependencies. | No dependencies. N/A (JRAFPED BR A2 L)
FAU_SAR.1 FAU_GEN.1 FAU_GEN.1 N/A (AT 272 LT D)
FAU_SAR.2 FAU_SAR.1 FAU_SAR.1 N/A (VA T- L TUD)
FAU_STG.1 FAU_GEN.1 FAU_GEN.1 N/A (AT 272 L T D)
FAU_STG.4 FAU_STG.1 FAU_STG.1 N/A (M- L TUD)
FIA_SOS.1 No dependencies. No dependencies. N/A (RAFEZG 7L T D)
FMT_SMR.1 FMT_SMR.1 P
FMT_MTD.1(user-mgt) FMT SMF.1 FMT SMF.1 N/A (R AEEZ T2 L TND)
FMT_SMR.1 FIA_UID.1 FIA_UID.1 N/A (EAFVEZ 2L CT)B)
FMT_MTD.1(devicemgt | FMT_SMR.1 FMT_SMR.1 .
) FMT SMF.L FMT SMF.1 N/A RTIF 2T 7L T D)
FMT_SMF1 No dependencies. | No dependencies. N/A (EAFIEDER7RL)
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Security assurance requirements rationale

This Protection Profile has been developed for Hardcopy Devices used in restrictive commercial
information processing environments that require a relatively high level of document security, operational
accountability and information assurance. The TOE environment will be exposed to only alow level of risk
because it is assumed that the TOE will be located in a restricted or monitored environment that provides
almost constant protection from unauthorized and unmanaged access to the TOE and its data interfaces.
Agents cannot physically access any nonvolatile storage without disassembling the TOE except for
removable nonvolatile storage devices, where protection of User and TSF Data are provided when such
devices are removed from the TOE environment. Agents have limited or no means of infiltrating the TOE
with code to effect a change and the TOE self-verifies its executable code to detect unintentiona
malfunctions. As such, the Evaluation Assurance Level 3 is appropriate.

EAL 3isaugmented with ALC_FLR.2, Flaw reporting procedures. ALC_FLR.2 ensures that instructions
and procedures for the reporting and remediation of identified security flaws are in place, and their
inclusion is expected by the consumers of this TOE.
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7 TOE Summary specification

ZOE T, TOE B ZFLIR T 5,

71 =a—V R RE
- XN AHEREE {4 . FIA_UAU.1, FIA_UID.1, FIA UAU.7, FIA_ATD.1, FIA_USB.1,
FIA_AFL.1, FTA_SSL.3(lui), FTA SSL.3(rui)

TOE 1%, IER O — Y —ZBIERGF 572010, 22— =2 /B LY —h Ul ITBWTT O
NS EET DRI — — ODu&%IJu,ME%E:k#é AL, FV a7 | T7IAVa7 OEA
e PR QAYR [FIA_UAU.1, FIA_UID.]]

:L‘—"j; nuu i J//L‘FO)2$§*E®nquji_t%fﬂ‘T ]\TZ)
- ANERRRGIETT K

:L"“"j-“‘nunﬂij-“‘/\"“ IBFRSN TN D —F—EREF T RS, 2L, 2 —H—
FOREY— /3 —1Z1%, KerberosFEAE 5 R Active Directory —/3—=<° LDAPFEFE S > LDAP
P =Y T,

- Pk] nu uftjit
T INA AN GRS I TS —H —E 2R 2585 =

TOE |2 —W —FHREE L T, 22— Y —F o RRU—R I TH LI A D A 1B R LT, FBEL
- AR Ca—Y =4« RAT =R RE B LI5S DA — — 2B T 5, 7B/ AT —K
AN DFED/SAT =R TFF AR Y7L, * TR T 5, [FIA_UAU.T]

TOE 1%, =— —OAIFRFEIC R 95, —H—ZLIZ Access Control Token(LA% ACT)Z38179
2o

ACT &1, =2 —HF =4 — LIz T, 2—PF =D — VT LICREINTT 7V r—ay
HERE~DT 7 X AMEN G ENT-AT V=7 b TH D, [FIA_ATD.1, FIA_USB.1]

TOE &, WEBERFET SUBIT DR E22n 7 AR TEL 7oL T vy 7 77 MEREE fe 372,
[FIA_AFL.1]

- RELIEeITUNOHFREBIGEL -G AT Y 2 — Y —IZ L Tay I T RSE S, B2y
T IO RBEIEIL, 1~10 [ BIERIR TE5, (FIHET 3 =)

- RELmy 7 MR TIE, Y 2 — Y —0ou s A 2300, my 77U MEHIE 1-60
SIMDIRIRTED, (WIHIEIT 3/\)

TOE (%, B{EXx A0V E—bF Ul 2 ERFMBIELRWVRENRB T s TURSE D,
[FTA_SSL.3(lui), FTA_SSL.3(rui)]

- BE RV ERIELZRVRREDS, A — MU THERE I CRR TESNUI= XA L7 0 MNEF R 0% 38
10 F0-Q Z3 0B IRCT& S, (WM 2 43)
- UE—h Ul ZE/ELZRUVREEAS, 15 45 B,
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7.2  VaTEFTT 7 & XEIHEEEE

- ST oM E A

FMT_M SA .3(exec-job), FMT_SMF.1
TOE %, #BIERAF SN~ —F—ZRATSNT- ACT ONFEITISU T, Ul oy a” E4T77 7 A4
MEREZ 2t 35, =2 —F —ITRITEIND ACT du— Lo WAba ., 2, Elk. Binix
U.ADMINISTRATOR DI IZRESND, 2D a7 FETT7 7B AHIENI k5, HE R0 @ IrEIT 44
HEEEZDLOTHY ., FIZHEE THD,
BAVE RNV DIGEE DY a7 EITT 72 AL ACT Or— WS T 7 70— a iR o @it
BEIGCCYar7 BITaF LT, ZNUAMIT 7B ARG T 5,
VE—RUI DA DVa7 ELTT7 7 EREI#EIT. ACTDE— LD BEMHEIZIGE TYa 7 OETEHIES LT,
FNLSNIT 7B AE AT 5,

%72, UADMINISTRATOR %, T X TOVa7 FEITNAHETHD,

Table 32— a3 TETOT 7 RAEIFHRY o —

F77 H: 2015/09/28

FDP_ACC.1(exec-job), FDP_ACF.1(exec-job), FMT_M SA.1(exec-job),

Ul fE5) RS &t BIE
BefE s | T2F 27 7V b0 | UUSER Or—As a7 FUMARF | 65 5% 5 AL
Pointer AIENeR— A T T B L THATAE
[=e’—] o Pointer U.USER Or—viplat’— | ZFFrisiuie | il 4 G2 15 A
n—/LCihb T HIETIATAHE
(A% ¥ LTCEE IO | UUSER Oa— Lbin[ AF v UCHE | & | il 52 3% Mk
Pointer RSNz E— L ThD FHECHEITARE
(521 RA D Pointer | UUSER Or— LS RAFET 7 AV ORI | 48 % G2 4 15 A
EHFAISNEZR— L ThS THILCIATHE
MRAFZ 7 ANVOFIA ) | UUSER Oa— /L3 MRAEZ7 7 AV OFI ) | 48 5k 52 4 T Ak
@ Pointer EEFRI SN a— L ThD + AL CHEITARE
(2% ¥ UTHRIE] D | UUSER Or— A3 [ 2%y UCIRAT % | il 880 5k G2 2 15 P AL
Pointer FASNEE— L Th5 THZETEITATRE
UE—hUl [SZAZHRAE T 7A@ | UUSER DE— /L7253 Administrator 2—/LLL | TR A]
FIH 19> Pointer 24

7.3 BAYa 7T Uk AfIEHBRE

TOE 1Z. 22—V =0 A L=V Nat —[Ax v OB A a7 U CEL T O 7 78 2 H o'
2T e SR 5,
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7.3.1 Pa 7 DFx v ViR
- X AHEREE 4 FDP_ACC.1(delete-job), FDP_ACF.1(delete-job), FMT_M SA.1(delete-job) ,
FMT_MSA.3(deletejob), FMT_SMF.1

TOE 1%, at®— /7 VU NAFX Y OVa7 L FOFETH Yy BV TED, ZNHDOVaT Da—H—4
WA a7 AR FICE DY a 7 B AR LT — Y —4 T LS T,

- UNORMAL L. BHorDva” OHIER Al RE
- U.ADMINISTRATOR L, T XCHOVa” OHIERMN Al G
Va7 DOF BTN, a7 I BT o R L HIRE D,

7.3.2 T a THOBEBFILE~DT 7 & A HIHBHE
- %54 B HE BB ZE 4+ : FDP_ACC.1(in-job), FDP_ACF.1(in-job), FMT_MSA.1(delete-job),
FMT_MSA.3(deletejob), FMT_SMF.1
TOE X, TN ZEhDva7 HOEFLFITH L T N7 72 fil#lz gt 45, Zhbnya7 Oa—
P—ZITBAT a7 R ICEOY a7 B AR LIz — ) —4 T LS D,

[t —[AF o DVaT FOEFEF LEA~DT 7 AHIHEEE )
- TOEL, at'—Dva7 HOE L LEICKH LU CGEL BRI THZENTEA,
72770, BT #H B LT UADMINISTRATOR 1L, ELAMESE 7Y M THZ LN TES,

- TOE I&, AFx ¥ OVa7 HOEF LFITHL T, 7.33%F Y a 7 —RHRFHERE | DY 5 %
ﬁ%%\ D&%}%Hg\‘a—ég 75>T%f£1/\o

[V a7 HOEA LEA~DOT 7 A EHEEE |

TOE I, BFiEE ot 5377V hoard N ASNLE, TOFET IV MMFIZ—R{RFT 5, &
o SV had it B ENT =Y — 4 TEOT VN a T OFTAE WL, LA FO T 7' A d4E
ZFREL TN,

U.USER 1Z, —HFR{FLI=T Va7 OEFLEICHL T, BHO2— =4 LTV hary Da—
P =L N —ELT=GEZ, LT OBEEN ATEE

- 7OU :/]\—é—}:)o
- TVNOEBEEEETE T,
- HIERT D,

BL, 7V 25 E1E, 7V a7 OBEFLEI G SN REE L BESFVITTATIS
TGRS 5 3 — BT DD DD,

U.ADMINISTRATOR (%, T X TO—WHEFELI- TV a7 OB LEITH LT, L FOEENT]
HI:\

- HIERT 5,
(| 777 ZZAET a7 DEALEA~DT 7 A HHEEE |

TOE IX. ZMELT2 | 777 AZAEV a7 DEALELZTOFEET VM, — B 7 7 A VARFET DHERE
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HT 5, ZNODEA TEMEESNABRITIT, BTV RAT LRI R ARESNAT-D | AT LRy
ANDT 7 EAGFANE DO EEE - LEOT 7B ARENZE HSND, VAT LRy 7 ADFE L Eh
MNZBEESIRNIIIT, VAT LRy 7 A TR U THANS 7 HT OB R 52 ET HIENTED,
VAT LRI ADREFER S ORHIL., Bék, ZHIT UADMINISTRATOR ([Z[RESNDT-8., B+ XL
EIZT /AT BER = — Y — L UADMINISTRATOR O & Tdh b, L7=2-> T, TOE 1%
U.ADMINISTRATOR Z R AF SV BE - CEDOFTA E &S HIWL . UNORMAL 23 1 LED 7Y R ROE
15, HIBRZ CTERWIDIC T 7B AH A2 FZHL TW\D,

U.ADMINISTRATOR (I, #E " 2nET 78 2F 586 BREk 5o A1 Leded | - 3FITxt
L CLL N OEAED AT RE

- VRS,

- HETD,

- HIBRT 2,

U.ADMINISTRATOR X, UEE—h Ul BT 7 BATDHEE AT LRy 7 AR CHANIER ESNTZ
BEER L AT ARy 7 ABERHZ A I SRR 2N — B L= A DO F LU T OEEN T e

- VUM TA,
- iié,fg‘é_éo
- HIBRT 5,

[Z— W —R oV ADE L LEA~DT 7 AR

TOE [, Ot —/AX U iEEVa7 OFE L LEEL, 21— — RV A RGFETHEREZ IR 5, 2D
DEA L ELBRIET ORI, 22— =Ry I ZA~O7 72 AH| #2368 H S5,

ZNENO =P =Ry 7 AU THEANS 7 HIORRER 52X E T DIENTED,

R I ANE T L ELRFTHEIIREFEE 5O AT AETHY, TOE IZIELWIFFEE 5% A LT
U.USER ZRIFENTE - LEOFTAE LWL, 772 AHli#Z2FZBL T,

U.NORMAL %, 2—H — R 7 ACHEFICRESN-RFGEE 5L, 22— —Ro 7 ZBERIC A T1E
TRFER BB L5 E DI, 22—V —R 7 AN DA L EITRT L TLL T O#EREN Al fHE

- TVNTD,

- TUUMREEEETD,
- LbEa—75,

- XETD,

- HIBRT D,

U.ADMINISTRATOR (&, BAE/ SR T 7B AT D54 Bk 5a A1 L7<E B S CEITKT
L CLL FOEREM AT HE

- TUUNTD,
- TVUNREEREET D,
- JlEa—75,
- 515,
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- HIBRT %,

U.ADMINISTRATOR X, VE—h Ul 67 7B ATHA . B CEICHL T, FRNIHR TSN
Feigl, Ry ABERHZ A TSN RER B — B L1256 O A, LU OEAEN ATEE,

- TV D,

- TVUMRERETETD,
- TLbEa—75,

- XETD,

- HIBRT 2,

[y 7 2RFEEER)

NI RZT 7R AT DO DRGREE 5 DGk, 22 LA CTEXHME[RE Administrator =—/L73E[D 4 TH
7= UADMINISTRATOR (2D #5225, 12720, BE BRI AT LR 7 AOKREE 5 2B L T,
UNORMAL THAEFE TX5,

7.3.3 EEY g 7 —RHEFHRE
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