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Report on Vulnerability Related Information

Date : \_\_\_\_\_\_\_\_\_\_\_\_

To General Manager of IT Security Technology Evaluation Department

IT Security Center

Information-technology Promotion Agency, Japan

Name of the applicant : \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Address : \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Name of the person in charge of the application :

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ (*Signature*)

Title/Department : \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

This is to report that I have found information related to the vulnerability of a registered Certified Product, as follows.

|  |  |
| --- | --- |
| 1. TOE name : |  |
| 2.Certification Identification : | JISEC-C |
| 3. Title of vulnerability information : | |
| 4. Vulnerability overview : | |
| 5. Detailed information : | |
| 6. Expected impact : | |
| 7. Measures  1) Measures :  ( ) Patch ( ) Version upgrade ( ) Other  Supplementary information (new version number, and methodology, etc., in the case of selecting “Other”)  2) Workaround :  ( ) Yes ( ) No  Supplementary information (methodology, etc., in the case of selecting “Yes”) | |
| Contact information of the person in charge of the application (telephone and e-mail) : | |